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Foreword

Back in the 1980s no one truly understood IT
service management (ITSM), although it was clear
that it was a concept that needed to be explored.
Hence a UK government initiative was instigated
and ITIL® was born. Over the years, ITIL has evolved
and, arguably, is now the most widely adopted
approach in ITSM.

It is globally recognized as the best-practice
framework. ITIL's universal appeal is that it
continues to provide a set of processes and
procedures that are efficient, reliable and
adaptable to organizations of all sizes, enabling
them to improve their own service provision.

In the modern world the concept of having

a strategy to drive the business forward with
adequate planning and design transitioning into
day-to-day operation is compelling. Once the
business has decided the IT service strategy, it

is necessary to design services that are capable

of meeting the agreed requirements. Knowing

the direction that you are travelling is of vital
importance but meaningless unless you confirm
(design) the mode of travel. This publication shows
you how to ensure that the strategic vision set out
in service strategy can be achieved and explains the
processes and procedures that will enable you to
do this.

The principles contained within ITIL Service Design
have been proven countless times in the real
world. We encourage feedback from business and
the ITSM community, as well as other experts in
the field, to ensure that ITIL remains relevant. This
practice of continual service improvement is one
of the cornerstones of the ITIL framework and the
fruits of this labour are here before you in this
updated edition.

There is an associated qualification scheme so that
individuals can demonstrate their understanding
and application of the ITIL practices. So whether
you are starting out or continuing along the ITIL
path, you are joining a legion of individuals and
organizations who have recognized the benefits of
good-quality service and have a genuine resolve to
improve their service level provision.

ITIL is not a panacea to all problems. It is, however,
a tried and tested approach that has been proven
to work.

| wish you every success in your service
management journey.

Frances Scarff

Head of Best Management Practice
Cabinet Office



Preface

‘Quality in a product or service is not what the
supplier puts in. It is what the customer gets out
and is willing to pay for.” Peter Drucker

This is the second book in the series of five ITIL
core publications containing advice and guidance
around the activities and processes associated with
the five stages of the service lifecycle. The primary
purpose of the service design stage of the service
lifecycle is to design service solutions that meet the
current and future needs of the business. Therefore
the accurate identification, documentation and
agreement of customer and business requirements
are fundamental to the production of good service
solution designs.

Service design takes the outputs from service
strategy, the preceding stage of the service
lifecycle, and uses them to ensure that the solution
designs produced are consistent with the overall

IT service provider strategy. The trigger for this
design activity is the production of a change
proposal for a new business requirement by the
activities within the service strategy stage of the
lifecycle. Service design takes this new business
requirement and, using the five aspects of design,
creates services and their supporting practices that
meet business demands for functionality, security,
performance, reliability and flexibility. Service
design produces a service design package (SDP)
that enables the build, test and release activities of
service transition, and the operation, support and
improvement activities of service operation and
continual service improvement to occur.

Services are assets that deliver value to the
business, the customers and their assets as they
are used within their business processes. How well
services are designed with the customers’ needs
and assets in mind will predict the value that can
be derived from the delivery and operation of the
services. In the absence of service design, services
will evolve informally, often without taking full
account of the business needs and overall view.

AIl'IT service providers, whether internal or
external, are part of a value network and fill a
critical role in the service lifecycle by integrating
best practices for service design and the service
lifecycle into innovative services for the business
customer. ITIL Service Design provides the
knowledge and skills required to assemble the best
combination of service assets to produce effective,
measurable, scalable and innovative services

that can be used along the path towards service
excellence.

Any IT service provider who is expected to

deliver quality to the business customer must
have the capability to design services that meet
the customer’s expectations, and then go on to
exceed those expectations. The guidance in this
publication will help organizations to do just that.

Contact information

Full details of the range of material published
under the ITIL banner can be found at:

www.best-management-practice.com/IT-Service-
Management-ITIL/

If you would like to inform us of any changes that
may be required to this publication, please log
them at:

www.best-management-practice.com/changelog/

For further information on qualifications and
training accreditation, please visit

www.itil-officialsite.com
Alternatively, please contact:

APM Group — The Accreditor Service Desk
Sword House

Totteridge Road

High Wycombe

Buckinghamshire

HP13 6DG

UK

Tel: +44 (0) 1494 458948
Email: servicedesk@apmgroupltd.com
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Introduction







1 Introduction

ITIL is part of a suite of best-practice publications
for IT service management (ITSM)."ITIL provides
guidance to service providers on the provision of
quality IT services, and on the processes, functions
and other capabilities needed to support them.
ITIL is used by many hundreds of organizations
around the world and offers best-practice guidance
applicable to all types of organization that
provide services. ITIL is not a standard that has to
be followed; it is guidance that should be read
and understood, and used to create value for the
service provider and its customers. Organizations
are encouraged to adopt ITIL best practices and to
adapt them to work in their specific environments
in ways that meet their needs.

ITIL is the most widely recognized framework for
ITSM in the world. In the 20 years since it was
created, ITIL has evolved and changed its breadth
and depth as technologies and business practices
have developed. ISO/IEC 20000 provides a formal
and universal standard for organizations seeking to
have their service management capabilities audited
and certified. While ISO/IEC 20000 is a standard to
be achieved and maintained, ITIL offers a body of
knowledge useful for achieving the standard.

In 2007, the second major refresh of ITIL was
published in response to significant advancements
in technology and emerging challenges for IT
service providers. New models and architectures
such as outsourcing, shared services, utility
computing, cloud computing, virtualization, web
services and mobile commerce have become
widespread within IT. The process-based approach
of ITIL was augmented with the service lifecycle
to address these additional service management
challenges. In 2011, as part of its commitment

to continual improvement, the Cabinet Office
published this update to improve consistency across
the core publications.

The ITIL framework is based on the five stages
of the service lifecycle as shown in Figure 1.1,
with a core publication providing best-practice
guidance for each stage. This guidance includes
key principles, required processes and activities,

1 ITSM and other concepts from this chapter are described in more
detail in Chapter 2.

organization and roles, technology, associated
challenges, critical success factors and risks. The
service lifecycle uses a hub-and-spoke design, with
service strategy at the hub, and service design,
transition and operation as the revolving lifecycle
stages or ‘spokes’. Continual service improvement
surrounds and supports all stages of the service
lifecycle. Each stage of the lifecycle exerts influence
on the others and relies on them for inputs and
feedback. In this way, a constant set of checks
and balances throughout the service lifecycle
ensures that as business demand changes with
business need, the services can adapt and respond
effectively.

In addition to the core publications, there is also a
complementary set of ITIL publications providing
guidance specific to industry sectors, organization
types, operating models and technology
architectures.

1.1 OVERVIEW

ITIL Service Design provides best-practice guidance
for the service design stage of the ITIL service
lifecycle. Although this publication can be read

-
=

Continual
service
improvement

Service
transition

Service
strategy

Service
design

%rvice
_~operation

N

Figure 1.1 The ITIL service lifecycle
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in isolation, it is recommended that it is used in
conjunction with the other core ITIL publications.

1.1.1 Purpose and objective of service
design
The purpose of the service design stage of the
lifecycle is to design IT services, together with
the governing IT practices, processes and policies,
to realize the service provider’s strategy and to
facilitate the introduction of these services into
supported environments ensuring quality service
delivery, customer satisfaction and cost-effective
service provision.

The objective of service design is to design IT
services so effectively that minimal improvement
during their lifecycle will be required. However,
continual improvement should be embedded in all
service design activities to ensure that the solutions
and designs become even more effective over time,
and to identify changing trends in the business
that may offer improvement opportunities. Service
design activities can be periodic or exception-based
when they may be triggered by a specific business
need or event.

1.1.2 Scope

ITIL Service Design provides guidance for the design
of appropriate and innovative IT services to meet
current and future agreed business requirements. It
describes the principles of service design and looks
at identifying, defining and aligning the IT solution
with the business requirement. It also introduces
the concept of the service design package and
looks at selecting the appropriate service design
model. This publication covers the methods,
practices and tools to achieve excellence in service
design. It discusses the fundamentals of the design
processes and attends to what are called the ‘five
aspects of service design’ (see Chapter 3).

ITIL Service Design enforces the principle that the
initial service design should be driven by a number
of factors, including the functional requirements,
the requirements within service level agreements
(SLAs), the business benefits and the overall design
constraints.

The processes considered important to successful
service design are design coordination, service
catalogue management, service level management,
availability management, capacity management,

IT service continuity management, information

security management and supplier management.
They are described in detail in Chapter 4,
although it should be noted that almost all of
these processes are also active throughout the
other stages of the service lifecycle. All processes
within the service lifecycle must be linked closely
together for managing, designing, supporting and
maintaining the services, the IT infrastructure, the
environment, the applications and the data. Other
processes are described in detail in the other core
ITIL publications. The interfaces between processes
need to be clearly defined when designing a
service or improving or implementing a process.

The appendices described at the end of this
chapter give examples of important service design
documents and templates such as the service
design package and SLAs.

1.1.3 Usage

ITIL Service Design provides access to proven best
practice based on the skill and knowledge of
experienced industry practitioners in adopting a
standardized and controlled approach to service
management. Although this publication can be
used and applied in isolation, it is recommended
that it is used in conjunction with the other core
ITIL publications. All of the core publications need
to be read to fully appreciate and understand
the overall lifecycle of services and IT service
management.

1.1.4 Value to business

Selecting and adopting the best practice as
recommended in this publication will assist
organizations in delivering significant benefits.
With good service design, it is possible to deliver
quality, cost-effective services and to ensure
that the business requirements are being met
consistently.

Adopting and implementing standard and
consistent approaches for service design will:

B Reduce total cost of ownership (TCO) Cost of
ownership can only be minimized if all aspects
of services, processes and technology are
designed properly and implemented against
the design.

B Improve quality of service Both service and
operational quality will be enhanced through
services that are better designed to meet the
required outcomes of the customer.



B Improve consistency of service This will
be achieved by designing services within
the corporate strategy, architectures and
constraints.

B Ease the implementation of new or changed
services Integrated and full service designs and
the production of comprehensive service design
packages will support effective and efficient
transitions.

B Improve service alignment Involvement of
service design from the conception of the
service will ensure that new or changed services
match business needs, with services designed to
meet service level requirements.

B Improve service performance Performance will
be enhanced if services are designed to meet
specific performance criteria and if capacity,
availability, IT service continuity and financial
plans are recognized and incorporated.

B Improve IT governance By building controls into
designs, service design can contribute towards
the effective governance of IT.

B Improve effectiveness of service management
and IT processes Processes will be designed with
optimal quality and cost effectiveness.

B Improve information and decision-making
Comprehensive and effective measurements
and metrics will enable better decision-making
and continual improvement of services and
service management practices throughout the
service lifecycle.

B Improve alignment with customer values and
strategies For organizations with commitments
to concepts such as green IT or that establish
strategies such as the use of cloud technologies,
service design will ensure that all areas of
services and service management are aligned
with these values and strategies.

1.1.5 Target audience

ITIL Service Design is relevant to organizations
involved in the development, delivery or support of
services, including:

B Service providers, both internal and external

B Organizations that aim to improve services
through the effective application of service
management principles and a service lifecycle
approach

Introduction |

B Organizations that require a consistent
managed approach across all service providers
in a supply chain or value network

B Organizations that are going out to tender for
their services.

The publication is also relevant to any professional
involved in the management of services,
particularly:

B T architects

B IT managers and practitioners
B IT service owners

B Business relationship managers.

1.2 CONTEXT

The context of this publication is the ITIL service
lifecycle as shown in Figure 1.1.

The ITIL core consists of five lifecycle publications.
Each provides part of the guidance necessary for
an integrated approach as required by the ISO/IEC
20000 standard specification. The five publications
are:

ITIL Service Strategy

ITIL Service Design

ITIL Service Transition

ITIL Service Operation

ITIL Continual Service Improvement

Each one addresses capabilities having direct
impact on a service provider’'s performance. The
core is expected to provide structure, stability and
strength to service management capabilities, with
durable principles, methods and tools. This serves
to protect investments and provide the necessary
basis for measurement, learning and improvement.
The introductory guide, Introduction to the ITIL
Service Lifecycle, provides an overview of the
lifecycle stages described in the ITIL core.

ITIL guidance can be adapted to support various
business environments and organizational
strategies. Complementary ITIL publications
provide flexibility to implement the core in a
diverse range of environments. Practitioners can
select complementary publications as needed

to provide traction for the ITIL core in a given
context, in much the same way as tyres are selected
based on the type of vehicle, purpose and road
conditions. This is to increase the durability and
portability of knowledge assets and to protect
investments in service management capabilities.
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1.2.1 Service strategy

At the centre of the service lifecycle is service
strategy. Value creation begins here with
understanding organizational objectives and
customer needs. Every organizational asset
including people, processes and products should
support the strategy.

ITIL Service Strategy provides guidance on how
to view service management not only as an
organizational capability but as a strategic asset.
It describes the principles underpinning the
practice of service management which are useful
for developing service management policies,
guidelines and processes across the ITIL service
lifecycle.

Topics covered in ITIL Service Strategy include the
development of market spaces, characteristics

of internal and external provider types, service
assets, the service portfolio and implementation
of strategy through the service lifecycle. Business
relationship management, demand management,
financial management, organizational
development and strategic risks are among the
other major topics.

Organizations should use ITIL Service Strategy to
set objectives and expectations of performance
towards serving customers and market

spaces, and to identify, select and prioritize
opportunities. Service strategy is about ensuring
that organizations are in a position to handle
the costs and risks associated with their service
portfolios, and are set up not just for operational
effectiveness but for distinctive performance.

Organizations already practising ITIL can use ITIL
Service Strategy to guide a strategic review of their
ITIL-based service management capabilities and to
improve the alignment between those capabilities
and their business strategies. ITIL Service Strategy
will encourage readers to stop and think about
why something is to be done before thinking of
how.

1.2.2 Service design

For services to provide true value to the business,
they must be designed with the business objectives
in mind. Design encompasses the whole IT
organization, for it is the organization as a whole
that delivers and supports the services. Service
design is the stage in the lifecycle that turns a

service strategy into a plan for delivering the
business objectives.

ITIL Service Design (this publication) provides
guidance for the design and development of
services and service management practices.

It covers design principles and methods for
converting strategic objectives into portfolios

of services and service assets. The scope of ITIL
Service Design is not limited to new services. It
includes the changes and improvements necessary
to increase or maintain value to customers over
the lifecycle of services, the continuity of services,
achievement of service levels, and conformance to
standards and regulations. It guides organizations
on how to develop design capabilities for service
management.

Other topics in ITIL Service Design include design
coordination, service catalogue management,
service level management, availability
management, capacity management, IT service
continuity management, information security
management and supplier management.

1.2.3 Service transition

ITIL Service Transition provides guidance for the
development and improvement of capabilities
for introducing new and changed services into
supported environments. It describes how to
transition an organization from one state to
another while controlling risk and supporting
organizational knowledge for decision support. It
ensures that the value(s) identified in the service
strategy, and encoded in service design, are
effectively transitioned so that they can be realized
in service operation.

ITIL Service Transition describes best practice

in transition planning and support, change
management, service asset and configuration
management, release and deployment
management, service validation and testing,
change evaluation and knowledge management.
It provides guidance on managing the complexity
related to changes to services and service
management processes, preventing undesired
consequences while allowing for innovation.

ITIL Service Transition also introduces the service
knowledge management system, which can
support organizational learning and help to
improve the overall efficiency and effectiveness
of all stages of the service lifecycle. This will



enable people to benefit from the knowledge and
experience of others, support informed decision-
making, and improve the management of services.

1.2.4 Service operation

ITIL Service Operation describes best practice for
managing services in supported environments. It
includes guidance on achieving effectiveness and
efficiency in the delivery and support of services to
ensure value for the customer, the users and the
service provider.

Strategic objectives are ultimately realized through
service operation, therefore making it a critical
capability. ITIL Service Operation provides guidance
on how to maintain stability in service operation,
allowing for changes in design, scale, scope and
service levels. Organizations are provided with
detailed process guidelines, methods and tools for
use in two major control perspectives: reactive and
proactive. Managers and practitioners are provided
with knowledge allowing them to make better
decisions in areas such as managing the availability
of services, controlling demand, optimizing capacity
utilization, scheduling of operations, and avoiding
or resolving service incidents and managing
problems. New models and architectures such as
shared services, utility computing, web services and
mobile commerce to support service operation are
described.

Other topics in ITIL Service Operation include event
management, incident management, request
fulfilment, problem management and access
management processes; as well as the service desk,
technical management, IT operations management
and application management functions.

1.2.5 Continual service improvement

ITIL Continual Service Improvement provides
guidance on creating and maintaining value

for customers through better strategy, design,
transition and operation of services. It combines
principles, practices and methods from quality
management, change management and capability
improvement.

ITIL Continual Service Improvement describes

best practice for achieving incremental and large-
scale improvements in service quality, operational
efficiency and business continuity, and for ensuring
that the service portfolio continues to be aligned
to business needs. Guidance is provided for linking

Introduction |

improvement efforts and outcomes with service
strategy, design, transition and operation. A closed
loop feedback system, based on the Plan-Do-Check-
Act (PDCA) cycle, is established. Feedback from any
stage of the service lifecycle can be used to identify
improvement opportunities for any other stage of
the lifecycle.

Other topics in ITIL Continual Service Improvement
include service measurement, demonstrating value
with metrics, developing baselines and maturity
assessments.

1.3 ITIL IN RELATION TO OTHER

PUBLICATIONS IN THE BEST
MANAGEMENT PRACTICE PORTFOLIO

ITIL is part of a portfolio of best-practice
publications (known collectively as Best
Management Practice or BMP) aimed at helping
organizations and individuals manage projects,
programmes and services consistently and
effectively (see Figure 1.2). ITIL can be used

in harmony with other BMP products, and
international or internal organization standards.
Where appropriate, BMP guidance is supported by
a qualification scheme and accredited training and
consultancy services. All BMP guidance is intended
to be tailored for use by individual organizations.

BMP publications include:

B Management of Portfolios (MoP)™ Portfolio
management concerns the twin issues of how
to do the ‘right’ projects and programmes
in the context of the organization’s strategic
objectives, and how to do them ‘correctly’ in
terms of achieving delivery and benefits at a
collective level. MoP encompasses consideration
of the principles upon which effective portfolio
management is based; the key practices in
the portfolio definition and delivery cycles,
including examples of how they have been
applied in real life; and guidance on how to
implement portfolio management and sustain
progress in a wide variety of organizations.
Office of Government Commerce (2011).
Management of Portfolios. TSO, London.

B Management of Risk (M_o_R®) M_o_R
offers an effective framework for taking
informed decisions about the risks that affect
performance objectives. The framework
allows organizations to assess risk accurately
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Glossary
Models
Management Management Portfolio,
Portfolio, of Risk of Value Programme
Programme (M_o_R®) (MoVT™™) and Project
and Project Offices
Management (P30®)
Maturity
Model
(P3M39)
Portfolio management (MoP™)
PRINCE2® l
Maturity Programme management (MSP®)
Model
(P2MM) l
Project management (PRINCE2®)
\ J/

Figure 1.2 ITIL's relationship with other Best Management Practice guides

(selecting the correct responses to threats and
opportunities created by uncertainty) and
thereby improve their service delivery.

Office of Government Commerce (2010).
Management of Risk: Guidance for
Practitioners. TSO, London.

Management of Value (MoV™) MoV provides
a cross-sector and universally applicable guide
on how to maximize value in a way that takes
account of organizations’ priorities, differing
stakeholders’ needs and, at the same time,
uses resources as efficiently and effectively as
possible. It will help organizations to put in
place effective methods to deliver enhanced
value across their portfolio, programmes,
projects and operational activities to meet
the challenges of ever-more competitive and
resource-constrained environments.

Office of Government Commerce (2010).
Management of Value. TSO, London.

Managing Successful Programmes (MSP®)

MSP provides a framework to enable the
achievement of high-quality change outcomes
and benefits that fundamentally affect the way
in which organizations work. One of the core

themes in MSP is that a programme must add
more value than that provided by the sum of its
constituent project and major activities.
Cabinet Office (2011). Managing Successful
Programmes. TSO, London.

Managing Successful Projects with PRINCE2°®
PRINCE2 (PRojects IN Controlled Environments,
V2) is a structured method to help effective
project management via clearly defined
products. Key themes that feature throughout
PRINCE2 are the dependence on a viable
business case confirming the delivery of
measurable benefits that are aligned to an
organization’s objectives and strategy, while
ensuring the management of risks, costs

and quality.

Office of Government Commerce (2009).
Managing Successful Projects with PRINCE2.
TSO, London.

Portfolio, Programme and Project Offices
(P30®) P30 provides universally applicable
guidance, including principles, processes and
techniques, to successfully establish, develop
and maintain appropriate support structures.
These structures will facilitate delivery of



business objectives (portfolios), programmes
and projects within time, cost, quality and other
organizational constraints.

Office of Government Commerce (2008).
Portfolio, Programme and Project Offices. TSO,
London.

1.4 WHY IS ITIL SO SUCCESSFUL?

ITIL embraces a practical approach to service
management — do what works. And what works
is adapting a common framework of practices
that unite all areas of IT service provision towards
a single aim - that of delivering value to the
business. The following list defines the key
characteristics of ITIL that contribute to its global
success:

B Vendor-neutral ITIL service management
practices are applicable in any IT organization
because they are not based on any particular
technology platform or industry type. ITIL is
owned by the UK government and is not tied to
any commercial proprietary practice or solution.

B Non-prescriptive ITIL offers robust, mature and
time-tested practices that have applicability to
all types of service organization. It continues
to be useful and relevant in public and private
sectors, internal and external service providers,
small, medium and large enterprises, and within
any technical environment. Organizations
should adopt ITIL and adapt it to meet
the needs of the IT organization and their
customers.

B Best practice ITIL represents the learning
experiences and thought leadership of the
world’s best-in-class service providers.

ITIL is successful because it describes practices that
enable organizations to deliver benefits, return on
investment and sustained success. ITIL is adopted
by organizations to enable them to:

B Deliver value for customers through services
B Integrate the strategy for services with the
business strategy and customer needs

Measure, monitor and optimize IT services and
service provider performance

Manage the IT investment and budget
Manage risk
Manage knowledge

Manage capabilities and resources to deliver
services effectively and efficiently
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B Enable adoption of a standard approach to
service management across the enterprise

B Change the organizational culture to support
the achievement of sustained success

B Improve the interaction and relationship with
customers

B Coordinate the delivery of goods and services
across the value network

B Optimize and reduce costs.

1.5 CHAPTER SUMMARY
ITIL Service Design comprises:

B Chapter 2 Service management as a practice
This chapter explains the concepts of service
management and services, and describes how
these can be used to create value. It also
summarizes a number of generic ITIL concepts
that the rest of the publication depends on.

B Chapter 3 Service design principles
This chapter describes some of the key
principles of service design that will enable
service providers to plan and implement best
practice in service design. These principles are
the same irrespective of the organization;
however, the approach may need to be tailored
to circumstances, including the size of the
organization, geographic distribution, culture
and available resources. It concludes with a
table showing the major inputs and outputs for
the service design lifecycle stage.

B Chapter 4 Service design processes
Chapter 4 sets out the processes and activities
on which effective service design depends and
how they integrate with the other stages of the
lifecycle.

B Chapter 5 Service design technology-related
activities
Chapter 5 considers the technology-related
activities of requirement engineering and the
development of technology architectures.

B Chapter 6 Organizing for service design
This chapter identifies the organizational roles
and responsibilities that should be considered
to manage the service design lifecycle stage
and processes. These roles are provided as
guidelines and can be combined to fit into a
variety of organizational structures. Examples
of organizational structures are also provided.
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B Chapter 7 Technology considerations

ITIL service management practices gain
momentum when the right type of technical
automation is applied. This chapter provides
recommendations for the use of technology
in service design and the basic requirements
a service provider will need to consider when
choosing service management tools.

Chapter 8 Implementing service design

For organizations new to ITIL, or those
wishing to improve their maturity and service
capability, this chapter outlines effective ways
to implement the service design lifecycle stage.

Chapter 9 Challenges, risks and critical success
factors

It is important for any organization to
understand the challenges, risks and critical
success factors that could influence their
success. This chapter discusses typical examples
of these for the service design lifecycle stage.

Appendices A-K

These appendices provide working templates
and examples of how the practices can

be applied. They are provided to help
organizations capitalize on industry experience
and expertise already in use. Each can be
adapted within any organizational context.

® Appendix A The service design package

® Appendix B Service acceptance criteria

® Appendix C Process documentation template
Appendix D Design and planning documents
and their contents

® Appendix E Environmental architectures and
standards

® Appendix F Sample service level agreement
and operational level agreement

® Appendix G Service catalogue example

® Appendix H The service management process
maturity framework

® Appendix | Example of the contents of a
statement of requirements and/or invitation
to tender

® Appendix J Typical contents of a capacity
plan

® Appendix K Typical contents of a recovery
plan

Appendix L Procurement documents

This appendix lists and briefly describes types
of document that are frequently utilized in the
process of procuring services from an external
supplier.

Appendix M Risk assessment and management
This appendix contains basic information about
several commonly used approaches to the
assessment and management of risk.

Appendix N Related guidance

This contains a list of some of the many
external methods, practices and frameworks
that align well with ITIL best practice. Notes are
provided on how they integrate into the ITIL
service lifecycle, and when and how they are
useful.

Appendix O Examples of inputs and outputs
across the service lifecycle

This appendix identifies some of the major
inputs and outputs between each stage of the
service lifecycle.

Abbreviations and glossary
This contains a list of abbreviations and a
selected glossary of terms.
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2 Service management as a practice

2.1 SERVICES AND SERVICE
MANAGEMENT

2.1.1 Services

Services are a means of delivering value to
customers by facilitating the outcomes customers
want to achieve without the ownership of specific
costs and risks. Services facilitate outcomes by
enhancing the performance of associated tasks
and reducing the effect of constraints. These
constraints may include regulation, lack of
funding or capacity, or technology limitations.
The end result is an increase in the probability of
desired outcomes. While some services enhance
performance of tasks, others have a more direct
impact — they perform the task itself.

The preceding paragraph is not just a definition,
as it is a recurring pattern found in a wide range
of services. Patterns are useful for managing
complexity, costs, flexibility and variety. They

are generic structures useful to make an idea
applicable in a wide range of environments and
situations. In each instance the pattern is applied
with variations that make the idea effective,

economical or simply useful in that particular case.

Definition: outcome

The result of carrying out an activity, following
a process, or delivering an IT service etc. The
term is used to refer to intended results, as
well as to actual results.

An outcome-based definition of service moves

IT organizations beyond business—IT alignment
towards business—IT integration. Internal dialogue
and discussion on the meaning of services is

an elementary step towards alignment and

integration with a customer’s business (Figure 2.1).

Customer outcomes become the ultimate concern
of business relationship managers instead of the
gathering of requirements, which is necessary
but not sufficient. Requirements are generated
for internal coordination and control only after
customer outcomes are well understood.

Customers seek outcomes but do not wish to have
accountability or ownership of all the associated
costs and risks. All services must have a budget

when they go live and this must be managed.

The service cost is reflected in financial terms

such as return on investment (ROI) and total cost
of ownership (TCO). The customer will only be
exposed to the overall cost or price of a service,
which will include all the provider’s costs and risk
mitigation measures (and any profit margin if
appropriate). The customer can then judge the
value of a service based on a comparison of cost or
price and reliability with the desired outcome.

Definitions

Service: A means of delivering value to
customers by facilitating outcomes customers
want to achieve without the ownership of
specific costs and risks.

IT service: A service provided by an IT service
provider. An IT service is made up of a
combination of information technology,
people and processes. A customer-facing IT
service directly supports the business processes
of one or more customers and its service level
targets should be defined in a service level
agreement. Other IT services, called supporting
services, are not directly used by the business
but are required by the service provider to
deliver customer-facing services.

Customer satisfaction is also important. Customers
need to be satisfied with the level of service and
feel confident in the ability of the service provider
to continue providing that level of service — or
even improving it over time. The difficulty is that
customer expectations keep shifting, and a service
provider that does not track this will soon find
itself losing business. ITIL Service Strategy is helpful
in understanding how this happens, and how a
service provider can adapt its services to meet the
changing customer environment.

Services can be discussed in terms of how they
relate to one another and their customers, and can
be classified as core, enabling or enhancing.

Core services deliver the basic outcomes desired

by one or more customers. They represent the
value that the customer wants and for which they
are willing to pay. Core services anchor the value
proposition for the customer and provide the basis
for their continued utilization and satisfaction.
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| must ask, do you
have a definition
for services?

What would that mean
in operational terms?
Give me a few handles.

But without the ownership of
costs and risks? Customers
cannot wish them away.

Manager
Aha! Because the provider is
specialized with capabilities for
dealing with those costs and risks.

(A casual conversation
at the water cooler)

And also because the provider can
potentially spread those costs and
risks across more than one customer.

O

Manager
(Operations) | (Strategy)

| believe services are a means of delivering value by
facilitating outcomes customers want to achieve
without the ownership of specific costs and risks.

Well, services facilitate outcomes by
having a positive effect on activities,
objects and tasks, to create conditions for
better performance. As a result, the
probability of desired outcomes is higher.

No, they cannot, but what they can do is
let the provider take ownership. That's
really why it is a service. If customers
manage it all by themselves, they
wouldn’t need a service, would they?

Yes, and also because the customer
would rather specialize in those outcomes.

Let’s write a book on
service management!

Figure 2.1 Conversation about the definition and meaning of services

Enabling services are services that are needed in
order for a core service to be delivered. Enabling
services may or may not be visible to the customer,
but the customer does not perceive them as
services in their own right. They are ‘basic factors’
which enable the customer to receive the ‘real’
(core) service.

Enhancing services are services that are added to a
core service to make it more exciting or enticing to
the customer. Enhancing services are not essential
to the delivery of a core service, and are added to
a core service as ‘excitement’ factors, which will
encourage customers to use the core service more
(or to choose the core service provided by one
company over those of its competitors).

Services may be as simple as allowing a user to
complete a single transaction, but most services are
complex. They consist of a range of deliverables
and functionality. If each individual aspect of these
complex services were defined independently, the
service provider would soon find it impossible to
track and record all services.

Most service providers will follow a strategy where
they can deliver a set of more generic services

to a broad range of customers, thus achieving
economies of scale and competing on the basis

of price and a certain amount of flexibility. One
way of achieving this is by using service packages.
A service package is a collection of two or more
services that have been combined to offer a
solution to a specific type of customer need or

to underpin specific business outcomes. A service
package can consist of a combination of core
services, enabling services and enhancing services.

Where a service or service package needs to be
differentiated for different types of customer,
one or more components of the package can be
changed, or offered at different levels of utility
and warranty, to create service options. These
different service options can then be offered to
customers and are sometimes called service level
packages.



2.1.2 Service management

When we turn on a water tap, we expect to see
water flow from it. When we turn on a light
switch, we expect to see light fill the room. Not so
many years ago, these very basic things were not
as reliable as they are today. We know instinctively
that the advances in technology have made them
reliable enough to be considered a utility. But it
isnt just the technology that makes the services
reliable. It is how they are managed.

The use of IT today has become the utility of
business. Business today wants IT services that
behave like other utilities such as water, electricity
or the telephone. Simply having the best
technology will not ensure that IT provides utility-
like reliability. Professional, responsive, value-
driven service management is what brings this
quality of service to the business.

Service management is a set of specialized
organizational capabilities for providing value to
customers in the form of services. The more mature
a service provider’s capabilities are, the greater is
their ability to consistently produce quality services
that meet the needs of the customer in a timely
and cost-effective manner. The act of transforming
capabilities and resources into valuable services is
at the core of service management. Without these
capabilities, a service organization is merely a
bundle of resources that by itself has relatively low
intrinsic value for customers.

Definitions

Service management: A set of specialized
organizational capabilities for providing value
to customers in the form of services.

Service provider: An organization supplying
services to one or more internal or external
customers.

Organizational capabilities are shaped by the
challenges they are expected to overcome. An
example of this is provided by Toyota in the 1950s
when it developed unique capabilities to overcome
the challenge of smaller scale and financial capital
compared to its American rivals. Toyota developed
new capabilities in production engineering,
operations management and managing suppliers
to compensate for its inability to afford large
inventories, make components, produce raw
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materials or own the companies that produced
them (Magretta, 2002) 2

Service management capabilities are similarly
influenced by the following challenges that
distinguish services from other systems of value
creation, such as manufacturing, mining and
agriculture:

B Intangible nature of the output and intermediate
products of service processes: they are difficult
to measure, control and validate (or prove)

B Demand is tightly coupled with the customer’s
assets: users and other customer assets such
as processes, applications, documents and
transactions arrive with demand and stimulate
service production

B High level of contact for producers and consumers
of services: there is little or no buffer between
the service provider's creation of the service and
the customer’s consumption of that service

B The perishable nature of service output and
service capacity: there is value for the customer
from assurance on the continued supply of
consistent quality. Providers need to secure a
steady supply of demand from customers.

Service management is more than just a set

of capabilities. It is also a professional practice
supported by an extensive body of knowledge,
experience and skills. A global community of
individuals and organizations in the public and
private sectors fosters its growth and maturity.
Formal schemes exist for the education, training
and certification of practising organizations, and
individuals influence its quality. Industry best
practices, academic research and formal standards
contribute to and draw from its intellectual capital.

The origins of service management are in
traditional service businesses such as airlines,
banks, hotels and phone companies. Its practice
has grown with the adoption by IT organizations
of a service-oriented approach to managing

IT applications, infrastructure and processes.
Solutions to business problems and support for
business models, strategies and operations are
increasingly in the form of services. The popularity
of shared services and outsourcing has contributed
to the increase in the number of organizations that
behave as service providers, including internal IT

2 Magretta, J. (2002). What Management Is: How it Works and
Why it’s Everyone’s Business. The Free Press, New York.
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organizations. This in turn has strengthened the
practice of service management while at the same
time imposed greater challenges.

2.1.3 IT service management

Information technology (IT) is a commonly

used term that changes meaning depending

on the different perspectives that a business
organization or people may have of it. A key
challenge is to recognize and balance these
perspectives when communicating the value of IT
service management (ITSM) and understanding
the context for how the business sees the IT
organization. Some of these meanings are:

B T is a collection of systems, applications and
infrastructures which are components or sub-
assemblies of a larger product. They enable or
are embedded in processes and services.

B T is an organization with its own set of
capabilities and resources. IT organizations can
be of various types such as business functions,
shared services units and enterprise-level core
units.

B T is a category of services utilized by business.
The services are typically IT applications and
infrastructure that are packaged and offered
by internal IT organizations or external service
providers. IT costs are treated as business
expenses.

B T is a category of business assets that provide a
stream of benefits for their owners, including,
but not limited to, revenue, income and profit.
IT costs are treated as investments.

Every IT organization should act as a service
provider, using the principles of service
management to ensure that they deliver the
outcomes required by their customers.

Definitions

IT service management (ITSM): The
implementation and management of quality IT
services that meet the needs of the business. IT
service management is performed by IT service
providers through an appropriate mix of
people, process and information technology.

IT service provider: A service provider that
provides IT services to internal or external
customers.

ITSM must be carried out effectively and
efficiently. Managing IT from the business
perspective enables organizational high
performance and value creation.

A good relationship between an IT service provider
and its customers relies on the customer receiving
an IT service that meets its needs, at an acceptable
level of performance and at a cost that the
customer can afford. The IT service provider needs
to work out how to achieve a balance between
these three areas, and communicate with the
customer if there is anything which prevents it
from being able to deliver the required IT service
at the agreed level of performance or price.

A service level agreement (SLA) is used to
document agreements between an IT service
provider and a customer. An SLA describes the
IT service, documents service level targets, and
specifies the responsibilities of the IT service
provider and the customer. A single agreement
may cover multiple IT services or multiple
customers.

2.1.4 Service providers

There are three main types of service provider.
While most aspects of service management apply
equally to all types of service provider, other
aspects such as customers, contracts, competition,
market spaces, revenue and strategy take on
different meanings depending on the specific type.
The three types are:

B Type | - internal service provider An internal
service provider that is embedded within a
business unit. There may be several Type |
service providers within an organization.

B Type Il - shared services unit An internal service
provider that provides shared IT services to
more than one business unit.

B Type lll - external service provider A service
provider that provides IT services to external
customers.

ITSM concepts are often described in the context
of only one of these types and as if only one type
of IT service provider exists or is used by a given
organization. In reality most organizations have
a combination of IT service providers. In a single
organization it is possible that some IT units

are dedicated to a single business unit, others
provide shared services, and yet others have



been outsourced or depend on external service
providers.

Many IT organizations who traditionally provide
services to internal customers find that they

are dealing directly with external users because
of the online services that they provide. ITIL
Service Strategy provides guidance on how the IT
organization interacts with these users, and who
owns and manages the relationship with them.

2.1.5 Stakeholders in service management

Stakeholders have an interest in an organization,
project or service etc. and may be interested in
the activities, targets, resources or deliverables
from service management. Examples include
organizations, service providers, customers,
consumers, users, partners, employees,
shareholders, owners and suppliers. The term
‘organization’ is used to define a company, legal
entity or other institution. It is also used to refer to
any entity that has people, resources and budgets
— for example, a project or business.

Within the service provider organization there

are many different stakeholders including the
functions, groups and teams that deliver the
services. There are also many stakeholders external
to the service provider organization, for example:

B Customers Those who buy goods or services.
The customer of an IT service provider is the
person or group who defines and agrees the
service level targets. This term is also sometimes
used informally to mean user — for example,
‘This is a customer-focused organization.’

B Users Those who use the service on a day-to-
day basis. Users are distinct from customers,
as some customers do not use the IT service
directly.

B Suppliers Third parties responsible for
supplying goods or services that are required
to deliver IT services. Examples of suppliers
include commodity hardware and software
vendors, network and telecom providers, and
outsourcing organizations.

There is a difference between customers who work
in the same organization as the IT service provider,
and customers who work for other organizations.
They are distinguished as follows:
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B Internal customers These are customers
who work for the same business as the IT
service provider. For example, the marketing
department is an internal customer of the IT
organization because it uses IT services. The
head of marketing and the chief information
officer both report to the chief executive
officer. If IT charges for its services, the
money paid is an internal transaction in the
organization’s accounting system, not real
revenue.

B External customers These are customers who
work for a different business from the IT service
provider. External customers typically purchase
services from the service provider by means of a
legally binding contract or agreement.

2.1.6 Utility and warranty

The value of a service can be considered to be
the level to which that service meets a customer’s
expectations. It is often measured by how much
the customer is willing to pay for the service,
rather than the cost to the service provider

of providing the service or any other intrinsic
attribute of the service itself.

Unlike products, services do not have much
intrinsic value. The value of a service comes from
what it enables someone to do. The value of a
service is not determined by the provider, but by
the person who receives it — because they decide
what they will do with the service, and what type
of return they will achieve by using the service.
Services contribute value to an organization only
when their value is perceived to be higher than the
cost of obtaining the service.

From the customer’s perspective, value consists

of achieving business objectives. The value of

a service is created by combining two primary
elements: utility (fitness for purpose) and warranty
(fitness for use). These two elements work
together to achieve the desired outcomes upon
which the customer and the business base their
perceptions of a service.

Utility is the functionality offered by a product
or service to meet a particular need. Utility can
be summarized as ‘what the service does’, and
can be used to determine whether a service is
able to meet its required outcomes, or is ‘fit
for purpose’. Utility refers to those aspects of a
service that contribute to tasks associated with
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achieving outcomes. For example, a service that
enables a business unit to process orders should
allow sales people to access customer details, stock
availability, shipping information etc. Any aspect
of the service that improves the ability of sales
people to improve the performance of the task of
processing sales orders would be considered utility.
Utility can therefore represent any attribute of

a service that removes, or reduces the effect of,
constraints on the performance of a task.

Warranty is an assurance that a product or service
will meet its agreed requirements. This may

be a formal agreement such as a service level
agreement or contract, or a marketing message
or brand image. Warranty refers to the ability of
a service to be available when needed, to provide
the required capacity, and to provide the required
reliability in terms of continuity and security.
Warranty can be summarized as ‘how the service is
delivered’, and can be used to determine whether
a service is 'fit for use’. For example, any aspect of
the service that increases the availability or speed
of the service would be considered warranty.
Warranty can therefore represent any attribute
of a service that increases the potential of the
business to be able to perform a task. Warranty
refers to any means by which utility is made
available to the users.

Utility is what the service does, and warranty is
how it is delivered.

Customers cannot benefit from something that is
fit for purpose but not fit for use, and vice versa.
The value of a service is therefore only delivered
when both utility and warranty are designed
and delivered. Figure 2.2 illustrates the logic that

UTILITY

Performance supported?

Constraints removed?

Available enough? s
Capacity enough?

Continuous enough?

\
Secure enough? s

WARRANTY
Figure 2.2 Logic of value creation through services

a service has to have both utility and warranty

to create value. Utility is used to improve the
performance of the tasks required to achieve an
outcome, or to remove constraints that prevent the
task from being performed adequately (or both).
Warranty requires the service to be available,
continuous and secure and to have sufficient
capacity for the service to perform at the required
level. If the service is both fit for purpose and fit
for use, it will create value.

It should be noted that the elements of warranty
in Figure 2.2 are not exclusive. It is possible to
define other components of warranty, such as
usability, which refers to how easy it is for the user
to access and use the features of the service to
achieve the desired outcomes.

The warranty aspect of the service needs to be
designed at the same time as the utility aspect in
order to deliver the required value to the business.
Attempts to design warranty aspects after a
service has been deployed can be expensive and
disruptive.

Information about the desired business outcomes,
opportunities, customers, utility and warranty

of the service is used to develop the definition

of a service. Using an outcome-based definition
helps to ensure that managers plan and execute
all aspects of service management from the
perspective of what is valuable to the customer.

2.1.7 Best practices in the public domain

Organizations benchmark themselves against
peers and seek to close gaps in capabilities. This
enables them to become more competitive by
improving their ability to deliver quality services

Fit for
purpose?

Value created
T/F

AND

Fit for use? |

T: True
F: False



that meet the needs of their customers at a price
their customers can afford. One way to close such
gaps is the adoption of best practices in wide
industry use. There are several sources for best
practice including public frameworks, standards
and the proprietary knowledge of organizations
and individuals (Figure 2.3). ITIL is the most widely
recognized and trusted source of best-practice
guidance in the area of ITSM.

Public frameworks and standards are attractive
when compared with proprietary knowledge for
the following reasons:

B Proprietary knowledge is deeply embedded in
organizations and therefore difficult to adopt,
replicate or even transfer with the cooperation
of the owners. Such knowledge is often in the
form of tacit knowledge which is inextricable
and poorly documented.

B Proprietary knowledge is customized for the
local context and the specific needs of the
business to the point of being idiosyncratic.

/ Standards
Industry practices
Sources .
Academic research

(generate)

Training and education

k Internal experience

Substitutes
Drivers Regulators
(filter)

Customers
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Unless the recipients of such knowledge have
matching circumstances, the knowledge may
not be as effective in use.

Owners of proprietary knowledge expect to
be rewarded for their investments. They may
make such knowledge available only under
commercial terms through purchases and
licensing agreements.

Publicly available frameworks and standards
such as ITIL, LEAN, Six Sigma, COBIT, CMMI,
PRINCE2, PMBOK®, I1SO 9000, ISO/IEC 20000 and
ISO/IEC 27001 are validated across a diverse set
of environments and situations rather than the
limited experience of a single organization.
They are subject to broad review across
multiple organizations and disciplines, and
vetted by diverse sets of partners, suppliers and
competitors.

The knowledge of public frameworks is more
likely to be widely distributed among a large
community of professionals through publicly

Employees \

Customers
. Enablers

Suppliers
(aggregate)

Advisers

Technologies /

Competition

Compliance Scenarios
(filter)

Commitments

Knowledge fit for business
Objectives, context and purpose

Figure 2.3 Sources of service management best practice
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available training and certification. It is easier
for organizations to acquire such knowledge
through the labour market.

Ignoring public frameworks and standards

can needlessly place an organization at a
disadvantage. Organizations should cultivate their
own proprietary knowledge on top of a body

of knowledge based on public frameworks and
standards. Collaboration and coordination across
organizations become easier on the basis of shared
practices and standards. Further information on
best practice in the public domain is provided in
Appendix N.

2.2 BASIC CONCEPTS

2.2.1 Assets, resources and capabilities

The service relationship between service providers
and their customers revolves around the use of
assets — both those of the service provider and
those of the customer. Each relationship involves
an interaction between the assets of each party.

Many customers use the service they receive to
build and deliver services or products of their own
and then deliver them on to their own customers.
In these cases, what the service provider considers
to be the customer asset would be considered to
be a service asset by their customer.

Without customer assets, there is no basis for
defining the value of a service. The performance of
customer assets is therefore a primary concern for
service management.

Definitions
Asset: Any resource or capability.

Customer asset: Any resource or capability used
by a customer to achieve a business outcome.

Service asset: Any resource or capability used
by a service provider to deliver services to a
customer.

There are two types of asset used by both

service providers and customers — resources and
capabilities. Organizations use them to create
value in the form of goods and services. Resources
are direct inputs for production. Capabilities
represent an organization’s ability to coordinate,
control and deploy resources to produce value.
Capabilities are typically experience-driven,

knowledge-intensive, information-based and
firmly embedded within an organization’s people,
systems, processes and technologies. It is relatively
easy to acquire resources compared to capabilities
(see Figure 2.4 for examples of capabilities and
resources).

Service providers need to develop distinctive
capabilities to retain customers with value
propositions that are hard for competitors to
duplicate. For example, two service providers

may have similar resources such as applications,
infrastructure and access to finance. Their
capabilities, however, differ in terms of
management systems, organization structure,
processes and knowledge assets. This difference is
reflected in actual performance.

Capabilities by themselves cannot produce value
without adequate and appropriate resources.
The productive capacity of a service provider is
dependent on the resources under its control.
Capabilities are used to develop, deploy and
coordinate this productive capacity. For example,
capabilities such as capacity management and
availability management are used to manage
the performance and utilization of processes,
applications and infrastructure, ensuring service
levels are effectively delivered.

2.2.2 Processes

Definition: process

A process is a structured set of activities
designed to accomplish a specific objective. A
process takes one or more defined inputs and
turns them into defined outputs.

Processes define actions, dependencies and
sequence. Well-defined processes can improve
productivity within and across organizations and
functions. Process characteristics include:

B Measurability We are able to measure the
process in a relevant manner. It is performance-
driven. Managers want to measure cost, quality
and other variables while practitioners are
concerned with duration and productivity.

B Specific results The reason a process exists is
to deliver a specific result. This result must be
individually identifiable and countable.
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Organization Infrastructure
Processes Applications
Knowledge Information

People (experience, skills
and relationships)

People (number
of employees)

Figure 2.4 Examples of capabilities and resources

B Customers Every process delivers its primary
results to a customer or stakeholder. Customers
may be internal or external to the organization,
but the process must meet their expectations.

B Responsiveness to specific triggers While a
process may be ongoing or iterative, it should
be traceable to a specific trigger.

Process control
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A process is organized around a set of objectives.
The main outputs from the process should be
driven by the objectives and should include process
measurements (metrics), reports and process
improvement.

The output produced by a process has to conform
to operational norms that are derived from
business objectives. If products conform to the

set norm, the process can be considered effective
(because it can be repeated, measured and
managed, and achieves the required outcome). If
the activities of the process are carried out with a
minimum use of resources, the process can also be
considered efficient.

Inputs are data or information used by the process
and may be the output from another process.

A process, or an activity within a process, is
initiated by a trigger. A trigger may be the arrival
of an input or other event. For example, the failure
of a server may trigger the event management and
incident management processes.

Triggers

Process
documentation

Process policy
Process owner Process objectives

Process feedback

Process

Process
inputs

Process
procedures

Process
work instructions

Process metrics
Process activities Process roles

Process
outputs

Process
improvements

Including process
reports and reviews

Process enablers

Process resources

Process
capabilities

Figure 2.5 Process model
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A process may include any of the roles,
responsibilities, tools and management controls

required to deliver the outputs reliably. A process

may define policies, standards, guidelines,

activities and work instructions if they are needed.

Processes, once defined, should be documented
and controlled. Once under control, they can be

repeated and managed. Process measurement and

metrics can be built into the process to control
and improve the process as illustrated in Figure

2.5. Process analysis, results and metrics should be
incorporated in regular management reports and

process improvements.

2.2.3 Organizing for service management

There is no single best way to organize, and

best practices described in ITIL need to be
tailored to suit individual organizations and
situations. Any changes made will need to take
into account resource constraints and the size,
nature and needs of the business and customers.
The starting point for organizational design is
strategy. Organizational development for service
management is described in more detail in /TIL
Service Strategy Chapter 6.

2.2.3.1 Functions

A function is a team or group of people and the
tools or other resources they use to carry out
one or more processes or activities. In larger
organizations, a function may be broken out
and performed by several departments, teams
and groups, or it may be embodied within a
single organizational unit (e.g. the service desk).
In smaller organizations, one person or group
can perform multiple functions — for example,

a technical management department could also
incorporate the service desk function.

For the service lifecycle to be successful, an
organization will need to clearly define the roles
and responsibilities required to undertake the
processes and activities involved in each lifecycle
stage. These roles will need to be assigned to
individuals, and an appropriate organization
structure of teams, groups or functions will need

to be established and managed. These are defined

as follows:

B Group A group is a number of people who
are similar in some way. In ITIL, groups refer
to people who perform similar activities —

even though they may work on different
technologies or report into different
organizational structures or even different
companies. Groups are usually not formal
organizational structures, but are very useful

in defining common processes across the
organization — for example, ensuring that all
people who resolve incidents complete the
incident record in the same way.

Team A team is a more formal type of group.
These are people who work together to achieve
a common objective, but not necessarily in the
same organizational structure. Team members
can be co-located, or work in multiple locations
and operate virtually. Teams are useful for
collaboration, or for dealing with a situation of
a temporary or transitional nature. Examples

of teams include project teams, application
development teams (often consisting of people
from several different business units) and
incident or problem resolution teams.
Department Departments are formal
organizational structures which exist to
perform a specific set of defined activities on an
ongoing basis. Departments have a hierarchical
reporting structure with managers who are
usually responsible for the execution of the
activities and also for day-to-day management
of the staff in the department.

Division A division refers to a number of
departments that have been grouped together,
often by geography or product line. A division is
normally self-contained.

ITIL Service Operation describes the following
functions in detail:

Service desk The single point of contact for
users when there is a service disruption, for
service requests, or even for some categories of
request for change. The service desk provides

a point of communication to users and a point
of coordination for several IT groups and
processes.

Technical management Provides detailed
technical skills and resources needed to support
the ongoing operation of IT services and the
management of the IT infrastructure. Technical
management also plays an important role in the
design, testing, release and improvement of

IT services.



B IT operations management Executes the daily
operational activities needed to manage IT
services and the supporting IT infrastructure.
This is done according to the performance
standards defined during service design. IT
operations management has two sub-functions
that are generally organizationally distinct.
These are IT operations control and facilities
management.

B Application management Is responsible for
managing applications throughout their
lifecycle. The application management function
supports and maintains operational applications
and also plays an important role in the design,
testing and improvement of applications that
form part of IT services.

The other core ITIL publications do not define
any functions in detail, but they do rely on the
technical and application management functions
described in ITIL Service Operation. Technical and
application management provide the technical
resources and expertise to manage the whole
service lifecycle, and practitioner roles within a
particular lifecycle stage may be performed by
members of these functions.

2.2.3.2 Roles

A number of roles need to be performed

during the service lifecycle. The core ITIL
publications provide guidelines and examples

of role descriptions. These are not exhaustive or
prescriptive, and in many cases roles will need to
be combined or separated. Organizations should
take care to apply this guidance in a way that suits
their own structure and objectives.

Definition: role

A role is a set of responsibilities, activities and
authorities granted to a person or team. A role
is defined in a process or function. One person
or team may have multiple roles — for example,
the roles of configuration manager and change
manager may be carried out by a single person.

Roles are often confused with job titles but it is
important to realize that they are not the same.
Each organization will define appropriate job titles
and job descriptions which suit their needs, and
individuals holding these job titles can perform
one or more of the required roles.
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It should also be recognized that a person may,

as part of their job assignment, perform a single
task that represents participation in more than
one process. For example, a technical analyst

who submits a request for change (RFC) to add
memory to a server to resolve a performance
problem is participating in activities of the change
management process at the same time as taking
part in activities of the capacity management and
problem management processes.

See Chapter 6 for more details about the roles and
responsibilities described in ITIL Service Design.

2.2.3.3 Organizational culture and behaviour

Organizational culture is the set of shared values
and norms that control the service provider’s
interactions with all stakeholders, including
customers, users, suppliers, internal staff etc.

An organization’s values are desired modes of
behaviour that affect its culture. Examples of
organizational values include high standards,
customer care, respecting tradition and authority,
acting cautiously and conservatively, and being
frugal.

High-performing service providers continually
align the value network for efficiency and
effectiveness. Culture through the value network is
transmitted to staff through socialization, training
programmes, stories, ceremonies and language.

Constraints such as governance, capabilities,
standards, resources, values and ethics play a
significant role in organizational culture and
behaviour. Organizational culture can also be
affected by structure or management styles
resulting in a positive or negative impact on
performance. Organizational structures and
management styles contribute to the behaviour
of people, process, technology and partners.
These are important aspects in adopting service
management practices and ITIL.

Change related to service management
programmes will affect organizational culture and
it is important to prepare people with effective
communication plans, training, policies and
procedures to achieve the desired performance
outcomes. Establishing cultural change is also

an important factor for collaborative working
between the many different people involved in
service management. Managing people through
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service transitions is discussed at more length in
Chapter 5 of ITIL Service Transition.

2.2.4 The service portfolio

The service portfolio is the complete set of services
that is managed by a service provider and it
represents the service provider’s commitments

and investments across all customers and market
spaces. It also represents present contractual
commitments, new service development, and
ongoing service improvement plans initiated by
continual service improvement. The portfolio may
include third-party services, which are an integral
part of service offerings to customers.

The service portfolio represents all the resources
presently engaged or being released in various
stages of the service lifecycle. It is a database or
structured document in three parts:

B Service pipeline All services that are under
consideration or development, but are not
yet available to customers. It includes major
investment opportunities that have to be traced
to the delivery of services, and the value that
will be realized. The service pipeline provides a
business view of possible future services and is
part of the service portfolio that is not normally
published to customers.

B Service catalogue All live IT services, including
those available for deployment. It is the only
part of the service portfolio published to
customers, and is used to support the sale and
delivery of IT services. It includes a customer-
facing view (or views) of the IT services in use,
how they are intended to be used, the business
processes they enable, and the levels and
quality of service the customer can expect for
each service. The service catalogue also includes
information about supporting services required
by the service provider to deliver customer-
facing services. Information about services
can only enter the service catalogue after due
diligence has been performed on related costs
and risks.

B Retired services All services that have been
phased out or retired. Retired services are not
available to new customers or contracts unless a
special business case is made.

Service providers often find it useful to distinguish
customer-facing services from supporting services:

B Customer-facing services IT services that are
visible to the customer. These are normally
services that support the customer’s business
processes and facilitate one or more outcomes
desired by the customer.

B Supporting services IT services that support or
‘underpin’ the customer-facing services. These
are typically invisible to the customer, but are
essential to the delivery of customer-facing IT
services.

Figure 2.6 illustrates the components of the service
portfolio, which are discussed in detail in ITIL
Service Strategy. These are important components
of the service knowledge management system
(SKMS) described in section 2.2.5.

2.2.5 Knowledge management and the
SKMS

Quality knowledge and information enable people
to perform process activities and support the flow
of information between service lifecycle stages and
processes. Understanding, defining, establishing
and maintaining information is a responsibility of
the knowledge management process.

Implementing an SKMS enables effective decision
support and reduces the risks that arise from a lack
of proper mechanisms. However, implementing
an SKMS can involve a large investment in tools
to store and manage data, information and
knowledge. Every organization will start this work
in a different place, and have their own vision

of where they want to be, so there is no simple
answer to the question ‘What tools and systems
are needed to support knowledge management?’
Data, information and knowledge need to be
interrelated across the organization. A document
management system and/or a configuration
management system (CMS) can be used as a
foundation for implementation of the SKMS.

Figure 2.7 illustrates an architecture for service
knowledge management that has four layers
including examples of possible content at each
layer. These are:

B Presentation layer Enables searching,
browsing, retrieving, updating, subscribing and
collaboration. The different views onto the
other layers are suitable for different audiences.
Each view should be protected to ensure that
only authorized people can see or modify the
underlying knowledge, information and data.
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Figure 2.6 The service portfolio and its contents

B Knowledge processing layer Is where the
information is converted into useful knowledge
which enables decision-making.

B Information integration layer Provides
integrated information that may be gathered
from data in multiple sources in the data layer.

B Data layer Includes tools for data discovery and
data collection, and data items in unstructured
and structured forms.

In practice, an SKMS is likely to consist of multiple
tools and repositories. For example, there may be a
tool that provides all four layers for the support of
different processes or combinations of processes.
Various tools providing a range of perspectives

will be used by different stakeholders to access
this common repository for collaborative decision
support.

This architecture is applicable for many of the
management information systems in ITIL. A
primary component of the SKMS is the service
portfolio, covered in section 2.2.4. Other examples
include the CMS, the availability management
information system (AMIS) and the capacity
management information system (CMIS).
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2.3 GOVERNANCE AND MANAGEMENT
SYSTEMS

2.3.1 Governance

Governance is the single overarching area that
ties IT and the business together, and services

are one way of ensuring that the organization is
able to execute that governance. Governance is
what defines the common directions, policies and
rules that both the business and IT use to conduct
business.

Many ITSM strategies fail because they try to build
a structure or processes according to how they
would like the organization to work instead of
working within the existing governance structures.

Definition: governance

Ensures that policies and strategy are actually
implemented, and that required processes
are correctly followed. Governance includes
defining roles and responsibilities, measuring
and reporting, and taking actions to resolve
any issues identified.

Governance works to apply a consistently managed
approach at all levels of the organization - first by
ensuring a clear strategy is set, then by defining
the policies whereby the strategy will be achieved.
The policies also define boundaries, or what the
organization may not do as part of its operations.

Governance needs to be able to evaluate, direct
and monitor the strategy, policies and plans.
Further information on governance and service
management is provided in Chapter 5 of ITIL
Service Strategy. The international standard for
corporate governance of IT is ISO/IEC 38500,
described in Appendix N.

2.3.2 Management systems

A system is a number of related things that work
together to achieve an overall objective. Systems
should be self-regulating for agility and timeliness.
In order to accomplish this, the relationships within
the system must influence one another for the
sake of the whole. Key components of the system
are the structure and processes that work together.

A systems approach to service management
ensures learning and improvement through a big-
picture view of services and service management.
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It extends the management horizon and provides a
sustainable long-term approach.

By understanding the system structure, the
interconnections between all the assets and service
components, and how changes in any area will
affect the whole system and its constituent parts
over time, a service provider can deliver benefits
such as:

B Ability to adapt to the changing needs of
customers and markets

Sustainable performance

Better approach to managing services, risks,
costs and value delivery

Effective and efficient service management

Simplified approach that is easier for people to
use

|
|

Less conflict between processes
Reduced duplication and bureaucracy.

Many businesses have adopted management

system standards for competitive advantage and
to ensure a consistent approach in implementing
service management across their value network.

Implementation of a management system also
provides support for governance (see section 2.3.1).

Definition: management system (ISO 9001)

The framework of policy, processes, functions,
standards, guidelines and tools that ensures
an organization or part of an organization can
achieve its objectives.

A management system of an organization can
adopt multiple management system standards,
such as:

A quality management system (ISO 9001)

An environmental management system (ISO
14000)

A service management system (ISO/IEC 20000)
An information security management system
(ISO/IEC 27001)

A management system for software asset
management (ISO/IEC 19770).

Service providers are increasingly adopting these
standards to be able to demonstrate their service
management capability. As there are common




elements between such management systems, they
should be managed in an integrated way rather
than having separate management systems. To
meet the requirements of a specific management
system standard, an organization needs to analyse
the requirements of the relevant standard in detail
and compare them with those that have already
been incorporated in the existing integrated
management system. Appendix N provides further
information on these standards.

ISO management system standards use the Plan-
Do-Check-Act (PDCA) cycle shown in Figure 2.8.
The ITIL service lifecycle approach embraces and
enhances the interpretation of the PDCA cycle.
You will see the PDCA cycle used in the structure
of the guidance provided in each of the core ITIL
publications. This guidance recognizes the need
to drive governance, organizational design and
management systems from the business strategy,
service strategy and service requirements.

Definition: ISO/IEC 20000

An international standard for IT service
management.

ISO/IEC 20000 is an internationally recognized
standard that allows organizations to demonstrate
excellence and prove best practice in ITSM.

Continual quality control and consolidation
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Part 1 specifies requirements for the service
provider to plan, establish, implement, operate,
monitor, review, maintain and improve a service
management system (SMS). Coordinated
integration and implementation of an SMS, to
meet the Part 1 requirements, provides ongoing
control, greater effectiveness, efficiency and
opportunities for continual improvement. It
ensures that the service provider:

B Understands and fulfils the service requirements
to achieve customer satisfaction

B Establishes the policy and objectives for service
management

B Designs and delivers changes and services that
add value for the customer

B Monitors, measures and reviews performance of
the SMS and the services

B Continually improves the SMS and the services
based on objective measurements.

Service providers across the world have successfully
established an SMS to direct and control their
service management activities. The adoption

of an SMS should be a strategic decision for an
organization.

One of the most common routes for an
organization to achieve the requirements of ISO/
IEC 20000 is by adopting ITIL service management

Plan  Project plan
Do Project
Check Audit

Act New actions A

Business

Maturity level

Figure 2.8 Plan-Do-Check-Act cycle
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best practices and using the ITIL qualification
scheme for professional development.

Certification to ISO/IEC 20000-1 by an accredited
certification body shows that a service provider is
committed to delivering value to its customers and
continual service improvement. It demonstrates
the existence of an effective SMS that satisfies the
requirements of an independent external audit.
Certification gives a service provider a competitive
edge in marketing. Many organizations specify a
requirement to comply with ISO/IEC 20000 in their
contracts and agreements.

2.4 THE SERVICE LIFECYCLE

Services and processes describe how things
change, whereas structure describes how they
are connected. Structure helps to determine
the correct behaviours required for service
management.

Structure describes how process, people,
technology and partners are connected. Structure
is essential for organizing information. Without
structure, our service management knowledge

is merely a collection of observations, practices
and conflicting goals. The structure of the service
lifecycle is an organizing framework, supported by
the organizational structure, service portfolio and
service models within an organization. Structure
can influence or determine the behaviour of the
organization and people. Altering the structure of
service management can be more effective than
simply controlling discrete events.

Without structure, it is difficult to learn from
experience. It is difficult to use the past to educate
for the future. We can learn from experience but
we also need to confront directly many of the most
important consequences of our actions.

See Chapter 1 for an introduction to each ITIL
service lifecycle stage.

2.4.1 Specialization and coordination
across the lifecycle

Organizations need a collaborative approach
for the management of assets which are used to
deliver and support services for their customers.

Organizations should function in the same manner
as a high-performing sports team. Each player in a
team and each member of the team’s organization
who are not players position themselves to

support the goal of the team. Each player and
team member has a different specialization that
contributes to the whole. The team matures
over time taking into account feedback from
experience, best practice, current process and
procedures to become an agile high-performing
team.

Specialization and coordination are necessary in
the lifecycle approach. Specialization allows for
expert focus on components of the service but
components of the service also need to work
together for value. Specialization combined with
coordination helps to manage expertise, improve
focus and reduce overlaps and gaps in processes.
Specialization and coordination together help to
create a collaborative and agile organizational
architecture that maximizes utilization of assets.

Coordination across the lifecycle creates an
environment focused on business and customer
outcomes instead of just IT objectives and projects.
Coordination is also essential between functional
groups, across the value network, and between
processes and technology.

Feedback and control between organizational
assets helps to enable operational efficiency,
organizational effectiveness and economies
of scale.

2.4.2 Processes through the service
lifecycle

Each core ITIL lifecycle publication includes
guidance on service management processes as
shown in Table 2.1.

Service management is more effective if people
have a clear understanding of how processes
interact throughout the service lifecycle, within
the organization and with other parties (users,
customers, suppliers).

Process integration across the service lifecycle
depends on the service owner, process owners,
process practitioners and other stakeholders
understanding:

B The context of use, scope, purpose and limits of
each process

B The strategies, policies and standards that apply
to the processes and to the management of
interfaces between processes

B Authorities and responsibilities of those
involved in each process



B The information provided by each process
that flows from one process to another; who
produces it; and how it is used by integrated

processes.

Integrating service management processes
depends on the flow of information across process
and organizational boundaries. This in turn
depends on implementing supporting technology
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and management information systems across
organizational boundaries, rather than in silos. If
service management processes are implemented,
followed or changed in isolation, they can become
a bureaucratic overhead that does not deliver
value for money. They could also damage or
negate the operation or value of other processes
and services.

Table 2.1 The processes described in each core ITIL publication

Core ITIL lifecycle publication

Processes described in the publication

ITIL Service Strategy

Strategy management for IT services
Service portfolio management
Financial management for IT services
Demand management

Business relationship management

ITIL Service Design

Design coordination

Service catalogue management
Service level management
Availability management
Capacity management

IT service continuity management
Information security management

Supplier management

ITIL Service Transition

Transition planning and support

Change management

Service asset and configuration management
Release and deployment management
Service validation and testing

Change evaluation

Knowledge management

ITIL Service Operation

Event management
Incident management
Request fulfilment
Problem management

Access management

ITIL Continual Service Improvement

Seven-step improvement process
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Figure 2.9 Integration across the service lifecycle

As discussed in section 2.2.2, each process has a
clear scope with a structured set of activities that
transform inputs to deliver the outputs reliably. A
process interface is the boundary of the process.
Process integration is the linking of processes by
ensuring that information flows from one process
to another effectively and efficiently. If there is
management commitment to process integration,
processes are generally easier to implement and
there will be fewer conflicts between processes.

Stages of the lifecycle work together as an
integrated system to support the ultimate
objective of service management for business
value realization. Every stage is interdependent as
shown in Figure 2.9. See Appendix O for examples
of inputs and outputs across the service lifecycle.

The SKMS, described in section 2.2.5, enables
integration across the service lifecycle stages.

It provides secure and controlled access to the
knowledge, information and data that are
needed to manage and deliver services. The
service portfolio represents all the assets presently

engaged or being released in various stages of the
lifecycle.

Chapter 1 provides a summary of each stage
in the service lifecycle but it is also important
to understand how the lifecycle stages work
together.

Service strategy establishes policies and principles
that provide guidance for the whole service
lifecycle. The service portfolio is defined in this
lifecycle stage, and new or changed services are
chartered.

During the service design stage of the lifecycle,
everything needed to transition and operate
the new or changed service is documented in a
service design package. This lifecycle stage also
designs everything needed to create, transition
and operate the services, including management
information systems and tools, architectures,
processes, measurement methods and metrics.

The activities of the service transition and service
operation stages of the lifecycle are defined during
service design. Service transition ensures that the
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Figure 2.10 Continual service improvement and the service lifecycle

requirements of the service strategy, developed

in service design, are effectively realized in service
operation while controlling the risks of failure and
disruption.

The service operation stage of the service lifecycle
carries out the activities and processes required

to deliver the agreed services. During this stage
of the lifecycle, the value defined in the service
strategy is realized.

Continual service improvement acts in tandem
with all the other lifecycle stages. All processes,
activities, roles, services and technology should
be measured and subjected to continual
improvement.

Most ITIL processes and functions have activities
that take place across multiple stages of the service
lifecycle. For example:

The service validation and testing process may
design tests during the service design stage and
perform these tests during service transition.
The technical management function may
provide input to strategic decisions about
technology, as well as assisting in the design
and transition of infrastructure components.
Business relationship managers may assist in
gathering detailed requirements during the
service design stage of the lifecycle, or take part
in the management of major incidents during
the service operation stage.

All service lifecycle stages contribute to the
seven-step improvement process.

Appendix O identifies some of the major inputs
and outputs between each stage of the service
lifecycle. Chapter 3 of each core ITIL publication
provides more detail on the inputs and outputs of
the specific lifecycle stage it describes.
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The strength of the service lifecycle rests upon
continual feedback throughout each stage of
the lifecycle. This feedback ensures that service
optimization is managed from a business
perspective and is measured in terms of the value
the business derives from services at any point
in time during the service lifecycle. The service
lifecycle is non-linear in design. At every point in
the service lifecycle, the process of monitoring,
assessment and feedback between each stage
drives decisions about the need for minor
course corrections or major service improvement
initiatives.

Figure 2.10 illustrates some examples of the
continual feedback system built into the service
lifecycle.

Adopting appropriate technology to automate
the processes and provide management with
the information that supports the processes is
also important for effective and efficient service
management.
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3 Service design principles

‘See first that the design is wise and just: that
ascertained, pursue it resolutely; do not for one
repulse forgo the purpose that you resolved to
effect.” William Shakespeare (1564-1616)

‘The common mistake that people make when
trying to design something completely foolproof is
to underestimate the ingenuity of complete fools.’
Douglas Adams (1952-2001)

The main purpose of the service design stage of the
lifecycle is the design of new or changed services
for introduction into the live environment. In this
context, the retirement of a service also constitutes
a ‘change’ and must be carefully designed. This
stage of the lifecycle is also responsible for the
design of the service provider’s overall service
management system and the many aspects
required to deliver services effectively such as
processes, architectures and tools.

3.1 SERVICE DESIGN BASICS

If services or processes are not designed they

will evolve organically. If they evolve without
proper controls, the tendency is simply to react

to environmental conditions that have occurred
rather than to understand clearly the overall vision
and needs of the business. Designing to match the
anticipated environment is much more effective
and efficient, but often impossible — hence

the need to consider iterative and incremental
approaches to service design. Iterative and
incremental approaches are essential to ensure
that services introduced to the live environment
continually adapt in alignment with evolving
business needs. In the absence of formalized service
design, services will often be unduly expensive to
run, prone to failure, resources will be wasted and
services will not be fully aligned to business needs.
It is unlikely that any improvement programme will
ever be able to achieve what proper design should
achieve in the first place. Without service design,
cost-effective service is not possible.

Adopting and implementing standardized and
consistent approaches for service design will:

B Enable projects to estimate the cost, timing,
resource requirement and risks associated with
the service design stage more accurately

B Result in higher volumes of successful change

B Make design methods easier for people to
adopt and follow

B Enable service design assets to be shared and
reused across projects and services

B Reduce delays from the need to redesign prior
to completion of service transition

B Improve management of expectations for all
stakeholders involved in service design including
customers, users, suppliers, partners and projects

B Increase confidence that the new or changed
service can be delivered to specification without
unexpectedly affecting other services or
stakeholders

B Ensure that new or changed services will be
maintainable and cost-effective.

All designs and design activities need to be driven
principally by the business needs and requirements
of the organization. Within this context they must
also reflect the needs of the strategies, plans and
policies produced by service strategy processes, as
illustrated in Figure 2.9.

Figure 2.9 gives a good overview of some of the
key links, inputs and outputs involved at each stage
of the service lifecycle. It illustrates key outputs
produced by each stage, which are used as inputs
by the subsequent stages. The service portfolio acts
as ‘the spine’ of the service lifecycle. It is the single
integrated source of information on the status of
each service, together with other service details
and the interfaces and dependencies between
services. The information within the service
portfolio is used by the activities within each stage
of the service lifecycle.

The key output of the service design stage is the
design of service solutions to meet the changing
requirements of the business. When designing
these solutions, input from many different areas
needs to be considered within the various activities
involved in designing the service solution, from
identifying and analysing requirements, through
to building a solution and service design package
(SDP - see Appendix A) to hand over to service
transition.
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3.1.1 Holistic service design is carefully planned, the retirement could cause
unexpected negative effects on the customer

There are five individual aspects of service design, ) ; ) )
or business which might otherwise have been

and these are discussed in much greater detail later

in this chapter. These aspects are the design of: avoided.

B Service solutions for new or changed services Key message

] Management infor.mation sys_terps and_ tools, A holistic approach should be adopted for
(especially the service portfolio, including the all service design aspects and areas to ensure
service catalogue) consistency and integration within all activities

B Technology architectures and management and processes across the entire IT technology,
architectures providing end-to-end business-related

B The processes required functionality and quality.

B Measurement methods and metrics.

Not every change within an IT service will require
the instigation of the same level of service design
activity. It can be argued that every change, no
matter how small, needs to be designed, but the
scale of the activity necessary to ensure success
will vary greatly from one change type to another.
Every organization must define what categories of
change require what level of design activity and
ensure that everyone within the organization is
clear on these requirements. In other words, all
changes should be assessed for their service design
requirements to determine the correct service
design activities to undertake in each circumstance.
This should be part of the change management
process impact assessment described within /TIL
Service Transition.

It is important that a holistic, results-driven
approach to all aspects of design is adopted, and
that when changing or amending any of the
individual elements of design all other aspects

are considered. When designing and developing

a new application, this should not be done in
isolation, but should also consider the impact on
the overall service, the management information
systems and tools (e.g. service portfolio and service
catalogue), the architectures, the technology, the
service management processes, and the necessary
measurements and metrics. This will ensure not
only that the functional elements are addressed by
the design, but also that all of the management
and operational requirements are addressed as a
fundamental part of the design and are not added

as an afterthought. ) )
g 3.1.2 IT service design and overall

This. ho!istic z.:\pproach and the five aspects of business change
design identified above are important parts of
the service provider’s overall service management
system. For more on establishing a service
management system, see section 2.3.2.

IT service design is a part of the overall business
change process. This business change process and
the role of IT are illustrated in Figure 3.1. The
diagram shows the overall flow of the process

This approach should also be used when the used to manage change on the business side — the
change to the service is its retirement. Unless the ‘business change process’. The individual steps of
retirement of a service or any aspect of a service the change process reflect that when it is invoked,

Business Business Business Business Business

process requirements process process benefits

change and feasibility development implementation realization

IT service
requirement IT service

IT service lifecycle

Figure 3.1 The business change process



the element changing on the business side is
most often a business process (a ‘business process
change’), resulting in the need for a supporting
change in IT service.

Once accurate information on what is required
has been obtained and signed off with regard to
the changed needs of the business, the plan for
the delivery of a service to meet the agreed need
can be developed. The role of the service design
stage within this overall business change process
can be described as the design of appropriate and
innovative IT services, including their architectures,
processes, policies and documentation, to meet
current and future agreed business requirements.
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3.1.3 Scope and flow of service design

The service design stage of the lifecycle starts with
a set of new or changed business requirements
and ends with the development of a service
solution designed to meet the documented needs
of the business. This service solution, together
with its SDP, is then passed to service transition

to evaluate, build, test and deploy the new or
changed service, or to retire the service, if this

is the change required. On completion of these
transition activities, control is transferred to the
service operation stage of the service lifecycle. The
overall scope of service design and the five aspects
of design are illustrated in Figure 3.2 within the
context of the IT service provider’s relationship

to the business. Figure 3.2 shows how IT and the
business interact through the provision of service

The business

Business service A

Business

Business service B

Business 5 ie |
process 4

Business service C

Business 8 | 9 |
process 7

process 1
N\, 7 i G N 4
AN N / \\
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P 4 Design of management
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Service -
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/ Service management
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operation / - Design of service solutions portfolio
Service management
Continual / process 3 Design of technology Service
: Service management architectures and catalogue
| SEEs process 5 management architectures
improvement ~—
Service management
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Figure 3.2 Scope of service design
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and how the work of service design is part of the
complete service lifecycle.

There are five individual aspects of service design:

B Service solutions for new or changed services
The requirements for new or changed services
are extracted from the service portfolio. Each
requirement is analysed, documented and
agreed, and a solution design is produced
that is then compared with the strategies and
constraints from service strategy to ensure that
it conforms to corporate and IT policies. The
design must ensure that this new or changed
service is consistent with all other services,
and that all other services that interface with,
underpin or depend on the new or changed
service are consistent with the new service. If
not, either the design of the new service or the
other existing services will need to be adapted.

Each individual service solution design is also
considered in conjunction with each of the
other four aspects of service design.

B The management information systems and
tools, especially the service portfolio The
management information systems and tools
should be reviewed to ensure they are capable
of supporting the new or changed service.
(Examples of several of the key management
information systems and tools to be addressed
are shown in Figure 3.2.)

B The technology architectures and management
architectures These are reviewed to ensure
that all the technology architectures and
management architectures are consistent
with the new or changed service and have the
capability to operate and maintain the new
service. If not, then either the architectures will
need to be amended or the design of the new
service will need to be revised.

B The processes required These are reviewed to
ensure that the processes, roles, responsibilities
and skills have the capability to operate, support
and maintain the new or changed service. If
not, the design of the new service will need to
be revised or the existing process capabilities
will need to be enhanced. This includes all IT
and service management processes, not just the
processes involved in the service design stage
itself.

B The measurement methods and metrics These
are reviewed to ensure that the existing
measurement methods can provide the required
metrics on the new or changed service. If not,
then the measurement methods will need to be
enhanced or the service metrics will need to be
revised.

Completion of all of the above activities during
the service design stage will ensure minimal issues
arising during the subsequent stages of the service
lifecycle. Therefore service design must consolidate
the key design issues and activities of all IT and
service management processes within its own
design activities, to ensure that all aspects are
considered and included within all designs for new
or changed services as part of everyday process
operation.

3.1.4 Value to the business

In ITIL it is understood that the focus on business
processes supported and business value provided is
a fundamental principle of IT service management.
With this focus, the impact of technology on the
business and how business change may impact
technology can both be predicted. The creation of
a totally integrated service catalogue - including
business units, processes and services, and their
relationships and dependencies on IT services,
technology and components — is crucial to
increasing the IT service provider's capability to
meet the business’s needs. All aspects of service
design are vital elements in supporting and
enhancing the capability of the IT service provider,
particularly the design of the service portfolio, the
service catalogue and the individual IT services. All
of these activities will also improve the alignment
of IT service provision with the business’s goals and
its evolving needs.

The business focus in ITIL service management
(ITSM) enables an IT service provider organization to:

B Align IT service provision with business goals
and objectives

B Prioritize all IT activities based on business
impact and urgency, ensuring critical business
processes and services receive the most
attention

B Increase business productivity and profitability
through the increased efficiency and
effectiveness of IT processes



B Support the requirements for corporate
governance with appropriate IT governance and
controls

B Create competitive advantage through the
exploitation and innovation of IT infrastructure
as a whole

B Improve service quality, customer satisfaction
and user perception

B Ensure regulatory and legislative compliance

B Ensure appropriate levels of protection on all IT
and information assets

B Ensure that IT services continue to be aligned
with changing business needs over time.

3.1.4.1 Demonstrating business value

The ability to measure and demonstrate value to
the business requires the capability to link business
outcomes, objectives and their underpinning
processes and functions to the IT services and their
underpinning assets, processes and functions. The
service provider can ensure that service provision is
linked to business value by:

B Agreeing services, service level agreements
(SLAs) and targets across the whole enterprise,
ensuring critical business processes receive most
attention

B Measuring IT quality in business/user terms,
reporting what is relevant to users (e.g.
customer satisfaction, business value)

B Mapping business processes to IT services and
IT infrastructure, to ensure that dependencies
between the relationships are well understood,
and to reduce the possibility of disruptions
caused by loss of focus on business services and
processes

B Mapping business processes to business and
service measurements, to ensure focus on
IT service measurements related to business
performance measurements and desired
business outcomes

B Mapping infrastructure resources to services
in order to take full advantage of critical IT
components that are linked to critical business
processes. This mapping is done within the
configuration management system (CMS), and
may also use information within the complete
service knowledge management system (SKMS).
(More information on the CMS can be found
within ITIL Service Transition.)
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B Providing end-to-end performance monitoring
and measurement of IT services supporting
business processes, regularly reported against
SLA targets.

3.1.5 Comprehensive and integrated
service design

It is essential that IT systems and services are
designed, planned, implemented and managed
appropriately for the business as a whole. The
requirement then is to provide IT services that:

B Are business- and customer-oriented, focused
and driven

B Are cost-effective

B Meet the customer’s security requirements

B Are flexible and adaptable, yet fit for purpose
at the point of delivery

B Can absorb an ever-increasing demand in the
volume and speed of change

B Meet increasing business demands for
continuous operation

B Are managed and operated to an acceptable
level of risk

B Are responsive, with appropriate availability
and capacity matched to business needs.

With all these pressures on both IT and the
business, the temptation — and unfortunately the
reality in some cases — is to ‘cut corners’ on the
design and planning processes or to ignore them
completely. However, in these situations the design
and planning activities are even more essential to
the overall delivery of quality services. Therefore,
more time rather than less should be devoted to
the design processes and their implementation.

In order that effective, quality design can be
achieved, even when timescales are short and
pressure to deliver services is high, organizations
should ensure that the importance of the service
design stage is fully understood and that support
is provided to maintain and mature service design
as a fundamental element of service management.
Organizations should strive continually to review
and improve their service design capability, in
order that service design can become a consistent
and repeatable practice, enabling organizations
to deliver quality services against challenging
timescales. Having a mature service design practice
will also enable organizations to reduce risk in the
transition and operational stages of service.
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Figure 3.3 The four Ps

In general, the key to the successful provision of
IT services is an appropriate level of design and
planning to determine which projects, processes
and services will have the greatest impact or
benefit to the business. With the appropriate level
of thought, design, preparation and planning,
effort can be targeted at those areas that will
yield the greatest return. Risk assessment and
management are key requirements within all
design activities. Therefore, risk assessment and
management must be included as an integrated
part of addressing all five aspects of service
design. This will ensure that the risks involved

in the provision of services and the operation of
processes, technology and measurement methods
are aligned with business risk and impact, because
risk assessment and management are embedded
within all design processes and activities.

Many designs, plans and projects fail through

a lack of preparation and management. The
implementation of ITSM as a practice is about
preparing and planning the effective and efficient
use of the four Ps: the people, the processes, the
products (services, technology and tools) and the
partners (suppliers, manufacturers and vendors), as
illustrated in Figure 3.3.

However, there is no benefit in producing designs,
plans, architectures and policies and keeping
them to yourself. They must be published, agreed,
circulated and actively used.

It is important that the right interfaces and links to
the design activities exist. When designing new or
changed services, it is vital that the entire service
lifecycle and ITSM processes are involved from

Partners/
suppliers

the outset. Often difficulties occur in operations
when a newly designed service is handed over
for live running at the last minute. The following
are actions that need to be undertaken from

the outset of a service design to ensure that the
solution meets the requirements of the business:

B The new service solution should be added to
the overall service portfolio from the concept
phase, and the service portfolio should be
updated to reflect the current status through
any incremental or iterative development. This
will be beneficial not only from the financial
perspective, but also from all other areas during
design.

B As part of the initial service/system analysis,
there will be a need to understand the service
level requirements (SLRs) for the service when it
goes live.

B From the SLRs, the various processes and
functions must ascertain if customer’s
requirements can be met with current
resources and capabilities. For example, the
capacity management team can model this
within the current infrastructure to ascertain
if it will be able to support the new service. If
organizational policies require it, the results
from the modelling activities can be built into
the capacity plan.

B If new infrastructure is required for the
new service, or extended support, financial
management for IT services will need to be
involved to set the budget.
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Business service management
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Figure 3.4 Service composition

An initial business impact analysis and risk
assessment should be conducted on services well
before implementation as invaluable input into
IT service continuity strategy, availability design,
security design and capacity planning.

The service desk will need to be made aware of
new services well in advance of live operation
to prepare and train service desk staff and
potentially IT customer staff.

The technical management, application
management and IT operations management
functions (see ITIL Service Operation) also need
to be made aware of new services to allow them
to plan for effective operational support of the
services.

Service transition can start planning the
implementation and build into the change
schedule.

Supplier management will need to be involved
if procurement is required for the new service.

The composition of a service and its constituent
parts is illustrated in Figure 3.4.

Service design must consider all these aspects
when designing service solutions to meet new and
evolving business needs:

Business process To define the functional needs
of the service being provided - for example,
telesales, invoicing, orders, credit checking
Service The service itself that is being delivered
to the customers and business by the service
provider — for example, email, billing

Policy, strategy, governance, compliance The
elements defined by the organization to direct
activity and thereby ensure adherence to
organizational goals and objectives

SLAs/SLRs The documents agreed with the
customers that specify the level, scope and
quality of service to be provided, either now for
an existing service (SLAs) or in the future for a
new service (SLRs)

Infrastructure All of the IT equipment necessary
to deliver the service to the customers and users,
including servers, network circuits, switches,
personal computers (PCs), telephones
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B Environment The environment required to
secure and operate the infrastructure — for
example, data centres, power, air conditioning

B Data The data necessary to support the service
and provide the information required by the
business processes — for example, customer
records, accounts ledger

B Applications All of the software applications
required to manipulate the data and provide
the functional requirements of the business
processes — for example, enterprise resource
management, financial or customer relationship
management applications

B Supporting services Any services that are
necessary to support the operation of the
delivered service — for example, a shared service,
a managed network service

B Operational level agreements (OLAs) and
underpinning contracts Any underpinning
agreements necessary to deliver the quality of
service agreed within the SLA

B Support teams Any internal teams providing
support for any of the components required
to provide the service — for example, Unix,
mainframe, networks

B Suppliers Any external third parties necessary
to provide support for any of the components
required to provide the service — for example,
networks, hardware, software

B Service management processes Any processes
needed by the service provider to ensure the
successful provision of the service.

The design activities must not just consider each
of the components above in isolation, but also
must consider the relationships between each
of the components and their interactions and
dependencies on any other components and
services, in order to provide an effective and
comprehensive solution that meets the business
needs.

3.1.6 Setting direction, policy and
strategy for IT services

In order to ensure that business and IT services
remain synchronized, many companies have a
committee consisting of senior management
roles from the business and IT organizations.

This committee has the overall accountability for
setting governance, direction, policy and strategy
for IT services which form a critical element of the

overall service management system of the service
provider. Many organizations refer to this group as
the IT strategy or steering group (ISG). The function
of an ISG is to act as a partnership between IT

and the business. It should meet regularly and
review the business and IT strategies, designs,
plans, service portfolio, architectures and policies
to ensure that they are closely aligned with each
other. It should provide the vision, set direction and
determine priorities of individual programmes and
projects to ensure that IT is aligned and focused

on business targets and drivers. The group should
also ensure that unrealistic timescales, which could
jeopardize quality or disrupt normal operational
requirements, are not imposed or attempted by
either the business or IT (see Figure 3.5 and also
section 6.8.6.2 of ITIL Service Strategy).

The ISG will include discussions on all aspects of the
business that involve IT service, as well as proposed
or possible change at a strategic level. Subjects for
the ISG to discuss may include:

B Reviewing business and IT plans To identify any
changes in either area that would trigger the
need to create, enhance or improve services

B Demand planning To identify any changes in
demand for both short- and long-term planning
horizons; such changes may be increases
or decreases in demand, and concern both
business-as-usual and projects

B Project authorization and prioritization To
ensure that projects are authorized and
prioritized to the mutual satisfaction of both
the business and IT

B Review of projects To ensure that the expected
business benefits are being realized in
accordance with project business cases, and to
identify whether the projects are on schedule

B Potential outsourcing To identify the need and
content of sourcing strategies for the IT service
provision

B Business/IT strategy review To discuss major
changes to business strategy and major
proposed changes to IT strategy and technology,
to ensure continued alignment

B Business continuity and IT service continuity
The group, or a working party from the group,
is responsible for aligning business continuity
and IT service continuity strategies
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Corporate strategies and plans
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Figure 3.5 The IT steering/strategy group

B Policies and standards The ISG is responsible
for ensuring that IT policies and standards,
particularly in relation to financial strategy and
performance management, are in place and
aligned with the overall corporate vision and
objectives.

The IT steering group sets the direction for policies
and plans from corporate to operational levels of IT
organization and ensures that they are consistent
with corporate level strategies (see Figure 3.5).

The ISG has an important role to play in the
alignment of business and IT strategies and plans,
as illustrated in Figure 3.5. As a key source of input
to the ISG in its decision-making role, the service
portfolio enables the ISG to:

B Direct and steer the selection of investment
in those areas that yield the greatest business
value and return on investment (ROI)

B Perform effective programme and project
selection, prioritization and planning

B Exercise effective ongoing governance and
active management of the ‘pipeline’ of business
requirements

B Ensure that the projected business benefits of
programmes and projects are realized.

3.1.7 Optimizing design performance

The optimizing of design activities requires

the implementation of documented processes,
together with an overriding quality management
system (such as ISO 9001) for their continual
measurement and improvement. It is important
that when considering the improvement and
optimization of service design activities, the impact
of the activities on all stages of the lifecycle should
be measured and not just the impact on the design
stage. Therefore service design measurements

and metrics should look at the amount of rework
activity and improvement activity that is needed on
transition, operation and improvement activities as
a result of inadequacies within the design of new
and changed service solutions. More information
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on measurement of service design can be found in
section 8.5.

3.2 SERVICE DESIGN GOALS

The main goals and objectives of service design are
to:

B Design services to satisfy business objectives and
align with business needs, based on the quality,
compliance, risk and security requirements,
delivering more effective and efficient IT and
business solutions by coordinating all design
activities for IT services to ensure consistency
and business focus

B Design services that can be easily and efficiently
developed and enhanced within appropriate
timescales and costs, and, wherever possible,
reduce, minimize or constrain the long-term
costs of service provision

B Design an efficient and effective service
management system, including processes for the
design, transition, operation and improvement
of high-quality IT services, together with the
supporting tools, systems and information,
especially the service portfolio, to manage
services through their lifecycle

B Identify and manage risks so that they can be
removed or mitigated before services go live

B Design secure and resilient IT infrastructures,
environments, applications and data/
information resources and capability that meet
the current and future needs of the business
and customers

B Design measurement methods and metrics for
assessing the effectiveness and efficiency of the
design processes and their deliverables

B Produce and maintain IT plans, processes,
policies, architectures, frameworks and
documents for the design of quality IT solutions,
to meet current and future agreed business
needs

B Assist in the development of policies and
standards in all areas of design and planning of
IT services and processes, receiving and acting
on feedback on design processes from all other
areas and incorporating the actions into a
continual process of improvement

B Develop the skills and capability within IT by
moving strategy and design activities into
operational tasks, making effective and efficient
use of all IT service resources

B Contribute to the improvement of the overall
quality of IT service within the imposed
design constraints, especially by reducing the
need for reworking and enhancing services
once they have been implemented in the live
environment.

3.3 BALANCED DESIGN

For any new business requirements, the design of
services is a delicate balancing act, ensuring that
not only the functional requirements but also
the performance targets are met. In other words,
ensuring that all required utility and warranty can
be delivered by the service being designed. All

of this needs to be balanced with regard to the
resources available within the required timescale
and the costs for the new services. Jim McCarthy,
author of Dynamics of Software Development,
states that as a development manager, you are
working with only three things (see Figure 3.6):

B Functionality The service or product and
everything that is part of the service and its
provision

B Resources The people, technology and money
available for the effort

B Schedule The timescales for completion.

Note that throughout this publication, the word
"functionality’ typically refers primarily to the utility
of a service — what it does for the customer. In this
context, however, McCarthy was using the term

to refer to both utility and warranty (what the
service will do and how it will do it) — this is what

is being designed. We use resources to deliver this
functionality to the customer within the schedule
required.

Another way of putting this is that the service
provider must always remember that the
customer’s business requirements include not
only the details of the service itself, but also cost
(associated with the investment in the resources)
and schedule.

This concept is extremely important to service
design activities and to the balance between the
effort that is spent in the design, development

and delivery of services in response to business
requirements. Service design is a delicate balancing

3 McCarthy, Jim (2005). Dynamics of Software Development.
Microsoft Press, Washington.
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Figure 3.6 Project elements in a triangulated
relationship

act of all three elements and the constant dynamic
adjustment of all three to meet changing business
needs. Changing one side of the triangle invariably
has an impact on at least one of the other sides if
not both of them. A comprehensive understanding
of business drivers and needs is therefore vital in
order that the most effective business solutions
are designed and delivered, using the most
appropriate balance of these three elements.

It is likely that business drivers and needs will
change during design and delivery, due to

market pressures. The functionality and resources
should be considered for all stages of the service
lifecycle, so that services are not only designed
and developed effectively and efficiently, but that
the effectiveness and efficiency of the service are
maintained throughout all stages of its lifecycle.

Due consideration should be given within service
design to all subsequent stages within the service
lifecycle. Often designers and architects only
consider the development of a new service up to
the time of implementation of the service into
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the live environment. A holistic approach to the
design of IT services should be adopted to ensure
that a comprehensive and integrated solution is
designed to meet the agreed requirements of the
business. This approach should also ensure that all
of the necessary mechanisms and functionality are
implemented within the new service so it can be
effectively managed and improved throughout its
operational life to achieve all of its agreed service
targets. A formal, structured approach should be
adopted to ensure all aspects of the service are
addressed as well as ensure its smooth introduction
and operation within the live environment.

3.4 IDENTIFYING SERVICE

REQUIREMENTS

Service design must consider all elements of the
service by taking a holistic approach to the design
of a new service. This approach should consider
the service and its constituent components and
their inter-relationships, ensuring that the services
delivered meet the requirements of the business in
all of the following areas:

B The scalability of the service to meet future
requirements, in support of the long-term
business objectives

B The business processes and business units
supported by the service

B The IT service and the agreed business
requirements for functionality (i.e. utility)

B The service itself and its SLR or SLA (addressing
warranty)

B The technology components used to deploy and
deliver the service, including the infrastructure,
the environment, the data and the applications

B The internally delivered supporting services and
components and their associated OLAs

B The externally supplied supporting services and
components and their associated underpinning
contracts, which will often have their own
related agreements and/or schedules

B The performance measurements and metrics
required

B The legislated or required security levels

B Sustainability requirements (see section N.7 in
Appendix N).

The relationships and dependencies between these
elements are illustrated in Figure 3.7.
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Figure 3.7 The service relationships and dependencies

No service can be designed, transitioned and
operated in isolation. The relationship of each
service to its supporting components and services
must be clearly understood and recognized by all
people within the service provider organization.
It is also essential that all targets contained
within supporting agreements, such as OLAs and
contracts, underpin those agreed between the
service provider and its customers. Some of these
concepts are discussed in more detail in later
sections with respect to the individual aspects

of service design. However, when an individual
aspect of a service is changed, all other areas of the
service should also be considered to ensure that

any amendments necessary to support the change
are included in the overall design. Increasingly,
services are complex and are delivered by a number
of partner or supplier organizations. Where
multiple service providers are involved in delivery
of a service, it is vital that a central service design
authority is established, to ensure services and
processes are fully integrated across all parties.

Within the specific area of technology there

are four separate technology domains that will
need to be addressed, as they are the supporting
components of every service and contribute to its
overall performance:




B Infrastructure The management and control
of all infrastructure elements, including
mainframes, servers, network equipment,
database systems, mass storage systems,
systems software, utilities, backup systems,
firewalls, development and test environments,
management tools etc.

B Environmental The management and control
of all environmental aspects of all major
equipment rooms, including the physical space
and layout, power, air conditioning, cabling,
physical security etc.

B Data/information The management and control
of all data and information and its associated
access, including test data where applicable

B Applications The management and control
of all applications software, including both
bought-in applications and in-house developed
applications software.

3.5 IDENTIFYING AND DOCUMENTING
BUSINESS REQUIREMENTS AND
DRIVERS

IT must retain accurate information on business
requirements and drivers if it is to provide the

most appropriate catalogue of services with an
acceptable level of service quality that is aligned

to business needs. Business drivers are the people,
information and tasks that support the fulfilment
of business objectives. This requires that IT develops
and maintains close, regular and appropriate
relationships and exchange of information in

order to understand the operational, tactical and
strategic requirements of the business. The business
relationship management process as detailed in
ITIL Service Strategy plays a vital role in this work.
The business information needs to be obtained

and agreed in three main areas to maintain service
alignment:

B Information on the requirements of existing
services What changes will be required to
existing services with regard to:
® New facilities/features and functionality
requirements (utility)

® Changes in business processes,
dependencies, priorities, criticality and
impact

® Changes in volumes of service transactions

® Increased service levels and service level
targets due to new business drivers, or
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reduced for old services, lowering priority
for those due for replacement (warranty)

® Business justification, including the financial
and strategic aspects

® Requirements for additional service
management information

Information on the requirements of new

services:

@ Facilities/features and functionality required
(utility)

® Management information required and
management needs

® Business processes supported, dependencies,
priorities, criticality and impact

® Business cycles and seasonal variations

® SLRs and service level targets (warranty)

® Business transaction levels, service
transaction levels, numbers and types of
users and anticipated future growth

® Business justification, including the financial
and strategic aspects

® Predicted level of change - for example,
known future business requirements or
enhancements

® Level of business capability or support to be
provided — for example, local business-based
support

Information on the requirements for retiring

services:

® Exact scope of retirement: what facilities/
features and functionality are to be retired

® Business justification, including financial and
strategic aspects

® What, if anything, will replace the retiring
service

® Interfaces and dependencies with other
services, components or configurations

® Disposal and/or reuse requirements for
the service assets and configuration items
associated with the retiring service

® Business requirements related to the
retirement strategy and plan, such as
timing of the retirement and the retirement
approach to be used (i.e. phased retirement)

® Archiving strategy for any business data
and any potential access requirements for
archived data related to the retiring service.

This collection of information is the first and most
important stage for designing and delivering new
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services or major changes to existing services.

The need for accurate and representative
information from the business is paramount.

This must be agreed and signed off with senior
representatives within the business. If incorrect

or misleading information is obtained and used
at this stage, then all subsequent stages will be
delivering services that do not match the needs

of the business. Also, there must be some formal
process for the agreement and acceptance of
changes to the business requirements, as these
will often evolve during the service lifecycle. The
requirements and the design must evolve with
the changing business environment to ensure that
the business expectations are met. However, this
must be a carefully managed process to ensure
that the rate of change is kept at an agreed and
manageable level, and does not ‘swamp’ and
excessively delay the project or its implementation.

In order to design and deliver IT services that
meet the needs of the customers and the business,
clear, concise, unambiguous specifications of the
requirements must be documented and agreed.
Time spent in these activities will prevent issues
and discussion from arising later with regard to
variances from customer and business expectation.
This business requirements stage should consist of:

B Appointment of a project manager, the creation
of a project team and the agreement of project
governance by the application of a formal,
structured project methodology

B Identification of all stakeholders, including the
documentation of all requirements from all
stakeholders and the stakeholder benefits they
will obtain from the implementation

B Requirements analysis, prioritization, agreement
and documentation

B Determination and agreement of outline
budgets and business benefits. The budget
must be committed by management because it
is normal practice to decide next year’s budget
in the last quarter of the previous year, so any
plans must be submitted within this cycle

B Resolution of the potential conflict between
business units and agreement on corporate
requirements

B Sign-off processes for the agreed requirements
and a method for agreeing and accepting
changes to the agreed requirements. Often

the process of developing requirements is an
iterative or incremental approach that needs to
be carefully controlled to manage ‘scope creep’
B Development of a customer engagement plan,
outlining the main relationships between IT and
the business and how these relationships and
necessary communication to wider stakeholders
will be managed. The development of this
plan is typically led by the business relationship
management process (see ITIL Service Strategy)
and done in cooperation with the design
coordination process (see section 4.1).

Where service requirements are concerned,

they frequently come with a price tag (which
might not be entirely known at this stage), so
there always needs to be a balance between the
service achievable and the cost. This may mean
that some requirements may be too costly to
include and may have to be dropped during the
financial assessment involved within the design
process. If this is necessary, all decisions to omit
any service requirements from the design of the
service must be documented and agreed with the
representatives of the business. There is often
difficulty when the business requirements and
the budget allocated for the solution do not take
into account the full service costs, including the
ongoing costs throughout its lifecycle.

3.6 DESIGN ACTIVITIES

All design activities are triggered by changes

in business needs or service improvements. A
structured and holistic approach to the design
activities should be adopted to ensure consistency
and integration is achieved throughout the IT
service provider organization, within all design
activities. Too often organizations focus on the
functional requirements, almost to the exclusion of
other important areas such as manageability and
operational requirements. A design or architecture
by definition needs to consider all design aspects.
It is not a smaller organization that combines these
aspects, it is a sensible one.

Key message

Architectures and designs should be kept
clear, concise, simple and relevant. All too
often, designs and architectures are complex
and theoretical and do not relate to the ‘real
world’.



The key inputs and outputs of the overall service
design stage are described in section 3.12. The
following shows more detail regarding these,
taking into consideration the range of activity in
the stage.

The inputs to the various design activities are:

B Corporate visions, strategies, objectives, policies
and plans, business visions, including business
continuity plans

B Service management visions, strategies, policies,

objectives and plans

Constraints and requirements for compliance

with legislated standards and regulations

AIl'IT strategies, policies and strategic plans

Details of business requirements

All constraints, financial budgets and plans

The service portfolio

ITSM processes, risks and issues registers

Service transition plans (change, configuration

and release, and deployment management

plans)

Security policies, handbooks and plans

B The procurement and contract policy and
supplier strategy

B The current staff knowledge, skills and
capability

B IT business plans, business and IT quality plans
and policies

B Service management plans, including service
level management plans, SLAs and SLRs, service
improvement plan(s) (SIPs), capacity plans,
availability plans, IT service continuity plans

B Relevant improvement opportunities from the
continual service improvement (CSl) register

B Measurement tools and techniques.

The deliverables from the design activities are:

B Suggested revisions to IT strategies and policies
B Revised designs, plans and technology and
management architectures, including:
® The IT infrastructure and infrastructure
management and environmental strategy,
designs, plans, architectures and policies
® The applications and data strategies,
designs, plans, architectures and policies
B Designs for new or changed services, processes
and technologies, including sourcing strategy
(buy or build, or a combination), documented in
service design packages
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B Process review and analysis reports, with
designs for revised and improved processes and
procedures

B Designs for revised measurement methods and
processes

B Managed levels of risk, and risk assessment and
management reports

B Business cases and feasibility studies, together
with statements of requirements (SoRs) and
invitations to tender (ITTs) (for a description of
different types of procurement documents, see
Appendix L)

B Revised budgets and service costing

B Comments and feedback on all other plans

B Business benefit and realization reviews and
reports.

3.7 DESIGN ASPECTS

An overall, integrated approach should be adopted
for the design activities documented in the
previous section and should cover the five aspects
of service design as listed in section 3.1.1 and
further explained in section 3.1.3. As a reminder,
these five aspects are:

B Service solutions for new or changed services

B Management information systems and tools

B Technology architectures and management
architectures

B The processes required

B Measurement methods and metrics.

In addressing the five aspects, the desired

business outcomes and planned results should

be clearly defined so that what is delivered

meets the expectations of the customers and

users. This focus on results should be adopted
within each of the five aspects to deliver quality,
repeatable consistency and continual improvement
throughout the organization.

The key aspect is the design of new or changed
service solutions to meet changing business needs.
Every time a new service solution is produced, it
needs to be checked against each of the other
aspects to ensure that it will integrate and
interface with all of the other services already in
existence. These five aspects of service design are
covered in more detail in the following sections.
The plans produced by service design for the
design, transition and subsequent operation of
these five different aspects should include:
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The approach taken and the associated
timescales

The organizational impact of the new or
changed solution on both the business and IT
The commercial impact of the solution on the
organization, including the funding, costs and
budgets required

The technical impact of the solution and the
staff and their roles, responsibilities, skills,
knowledge, training and competences required
to depl